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1. Fire Detection Systems

Claim/Trend: Data  centers  in  2020-2025  have  widely  adopted  very  early  warning  fire  detection  systems
(aspirating  smoke  detection)  integrated  with  fire  alarm  controls  to  catch  incipient  fires  in  high-airflow
environments while minimizing false alarms.
Supporting Facts:
- Early Warning Aspirating Detection: Aspirating smoke detection (ASD) systems sample air continuously
through a network of pipes and can detect minute smoke particles far earlier than standard spot detectors

. By 2025, many data centers deploy ASD (e.g. VESDA) near server racks, power supplies, and under
raised floors to identify overheating or smoldering cables before flames develop . ASD units use
laser/LED sensors with high sensitivity, often detecting smoke before it’s visible, providing critical lead time
for intervention .
- High-Airflow Challenges & Standards: Data halls have powerful HVAC cooling (air velocities often >300 ft/
min) which can disperse smoke, delaying detection . Standard smoke detectors are limited in such
airflow unless specifically listed for it: NFPA 72 (2019/2022) prohibits use of detectors in air >1.52 m/s (300
ft/min)  unless  designed for  those  conditions .  ASD is  a  solution  to  this  challenge –  in  2020-2025 it
became a best practice to install air-sampling detectors in return air plenums and near equipment, ensuring
smoke is detected even in high-velocity cooling streams . Detector placement follows NFPA 72 and
NFPA 75 guidance: ceilings, below raised floors, and above drop ceilings in IT rooms all require detection
coverage .
-  False  Alarm  Reduction  &  Multi-Criteria: Modern  ASD  and  “intelligent”  multi-sensor  detectors
significantly reduce false alarms. ASD units can distinguish dust from smoke via sophisticated algorithms

. Multi-criteria detectors (combining smoke, heat,  and even gas sensors) became common by 2025,
using multiple signals to confirm fire and ignore nuisances . Data centers also employ cross-zoning
(requiring two detectors in alarm) before triggering suppressants to further prevent false discharges

. Additionally, facility teams program custom sensitivity levels by zone – e.g. higher sensitivity in critical
server areas, lower in less critical spaces – to tailor detection and avoid spurious alarms .
-  Integration with Fire Alarm & BMS: A major trend (2020-2025) is integrating ASD and other detectors
directly into the building fire alarm control panel and even the data center’s DCIM/BMS. This allows multi-
stage alarms (alert and alarm levels): an early warning signal at the first sign of smoke, then a confirmed
alarm if  smoke increases .  Such integration also enables  remote monitoring –  by 2025,  many ASD
systems send real-time alerts  to  operators’  mobile  devices  or  remote  monitoring centers .  Data
center  staff can investigate  early  warnings  via  surveillance  or  on-site  checks,  often preventing full  fire
incidents or avoiding unnecessary suppression release .
-  Regulatory and Standards Evolution: NFPA 75-2020 (Standard for  IT  Equipment)  and NFPA 76-2020
(Telecom  Facilities)  emphasize  early  warning  detection  in  mission-critical  environments .  These
standards,  along  with  FM  Global  Data  Sheet  5-32  (2022),  pushed  adoption  of  Very  Early  Warning  Fire
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Detection (VEWFD) in data centers . Many jurisdictions in 2020-2025 began  requiring high-sensitivity
smoke detection for large data centers or allowing reduced other protections if  VEWFD is  present.  For
example, NFPA 76 allows certain telecom rooms to omit sprinklers if an early-warning ASD and clean agent
system are in place – a concept that has influenced data center design where allowed by the Authority
Having Jurisdiction (AHJ) .
Sources: Data Center Knowledge (Schulte-Frankenfeld, 2025)【3】【1】; Early Warning Fire Detection Design
Guide (datacentre.me, 2024)【5】; IBM IT Room Guidelines (IBM, 2021)【39】; NFPA 72 (2019)【5】 ; FM
Global DS 5-32 (2022)【40】.
Timeframe: Early-warning ASD has been used since the 1980s, but 2020-2025 saw it become a  default in new
hyperscale  and colocation  facilities .  This  was  spurred  by  uptime requirements  and updated  codes  (NFPA
72-2019, etc.) stressing early detection. By 2025, retrofits of legacy data centers with aspirating detectors were
common to reduce fire risks and downtime .
Context – Facility Type Differences: Hyperscale cloud data centers (Tier III/IV) almost universally deploy
ASD  for  white  spaces  and  critical  power  rooms,  given  their  large  scale  and  often  remote,  lights-out
operation – early remote alerts are essential . Colocation providers also invest in ASD to meet tenant and
insurance expectations for high sensitivity detection. Enterprise data centers (smaller scale) may still use
spot-type  smoke  detectors  if  budget-constrained,  but  even  there,  multi-sensor  intelligent  detectors  or
compact  aspirating  units  are  increasingly  used  for  critical  server  rooms .  Government  and  telecom
facilities  (often following NFPA 76)  were  early  adopters  of  aspirating smoke detection and continue to
require  them  for  critical  switch  rooms .  Across  all  types,  integrating  fire  detection  with  building
management and notification systems has become standard practice by 2025, ensuring on-site and off-site
personnel get immediate alerts to initiate response.

2. Clean Agent Fire Suppression

Claim/Trend: Clean agent gaseous suppression systems (using agents like FM-200, Novec 1230, Inergen, etc.)
remain  a  cornerstone  of  data  center  fire  protection  in  2020-2025,  but  the  industry  has  shifted  toward
environmentally safer agents. Halon has been fully phased out, FM-200 (HFC-227ea) is being phased down due to
climate regulations,  and low-GWP agents like Novec 1230 and inert  gases are increasingly preferred for new
installations.
Supporting Facts:
-  Approved Agents & Phase-Outs: By 2020, the primary clean agents for total-flood data center systems
were FM-200 (HFC-227ea), Novec 1230 (FK-5-1-12), inert gas blends (e.g. IG-541 Inergen, IG-100 nitrogen,
etc.), and CO₂ (used only in unoccupied areas due to toxicity). Halon 1301, once common decades ago, saw
its  final  phase-out  –  production  ended  in  1994  and  by  2020-2025  virtually  all  data  centers  have
decommissioned Halon systems in favor of the above agents . FM-200 and other HFC agents are
now  subject  to  global  warming  regulations:  the  2020  American  Innovation  &  Manufacturing  (AIM)  Act
mandates  an  85%  reduction  in  HFC  production  by  2036,  prompting  manufacturers  to  cease  FM-200
production .  Indeed,  FM-200  was  retired  from  production by  2022-2023,  with  refills  becoming
scarce . In response, Novec 1230 – a halocarbon with zero ozone depletion and GWP ~1 – rose to
~45% of new data center clean agent installations by 2024, up from ~25% in 2020 (while FM-200’s share
declined) . Inert gas systems (like Inergen) account for perhaps 15-20% of new installations, favored
in some large or environmentally conscious projects . CO₂ systems now form a small minority (<5%)
of deployments, limited to certain electrical/mechanical spaces due to safety concerns .
-  Environmental  &  Safety  Criteria: Environmental  impact  is  a  key  selection  factor.  HFC-based  agents
(FM-200,  FE-25,  etc.)  have  high  Global  Warming  Potential  (GWP:  FM-200’s  GWP  ~3500  and  ~33-year
atmospheric life ) and are being phased out under the Kigali Amendment/AIM Act . Novec 1230, by
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contrast,  has  negligible  GWP  (~1)  and  a  5-day  atmospheric  lifetime ,  making  it  popular  for
sustainability goals. Inert gases (nitrogen, argon mixes) have zero GWP and no decomposition toxicity, but
require a large volume and many cylinders for protection (design concentrations ~40% v/v) . All clean
agents used in occupied spaces must be selected to stay below their NOAEL (No-Observed-Adverse-Effect
Level)  concentration for safety. For example, Halocarbon agent design concentrations are typically 6-8%
(below NOAEL ~9-10% for FM-200/Novec) , while Inergen reduces O₂ to ~12-14% (safe for humans for
short periods, owing in part to added CO₂ that stimulates breathing) . Data centers also consider
agent toxicity in fire conditions – halocarbons can decompose into acid gases (HF) when extinguishing a
fire,  so  proper  post-discharge ventilation is  required,  whereas  inert  gases  do not  produce combustion
byproducts .
-  Performance Requirements  (Discharge & Hold Time): Clean agent  systems are  designed for  rapid
discharge and fire knockdown. NFPA 2001 (2022) specifies that halocarbon agents must discharge 95% of
the design quantity within 10 seconds, and inert gas systems within 60 seconds (with some systems now
allowing up to 120 seconds for inert gas to reduce pressure surges) . This fast flood ensures the fire
is  extinguished before  significant  growth.  The agent  concentration must  then be  held for  at  least  10
minutes (the “hold time”)  to prevent reignition, which requires the protected room to have good
integrity (minimal leakage). Accordingly, data centers perform  room integrity fan testing (e.g. door fan
tests per NFPA 2001) upon system commissioning and periodically, ensuring doors, dampers, and cable
penetrations are sealed to contain the agent . If room leakage is excessive (common in retrofits), longer
discharge flows or vent sealing upgrades are needed to meet the hold time requirement .
- Design & Installation Considerations: Clean agent system design involves calculating the required agent
weight to reach the extinguishing concentration for the worst-case fuel hazard (usually Class A combustibles
in data centers).  NFPA 2001 mandates adding a safety factor (typically 1.3× the minimum extinguishing
concentration for  Class  A  fires)  to  determine the  design concentration  –  for  example,  FM-200
systems are often designed to ~7% volume concentration in data center rooms , Novec 1230 around
5-6%, and Inergen around 38-40% (since it works by oxygen dilution) . Nozzle placement is critical:
nozzles (typically at ceiling and sometimes below floor) must be spaced per NFPA 2001 and manufacturer
specs to ensure even distribution and to avoid “shadowed” areas behind tall  racks .  Clean agent
storage cylinders are usually located immediately outside or adjacent to the protected room for accessibility
and to minimize pipe lengths (which are limited by hydraulic flow calculations).  Abort switches (manual
abort) and manual release pull stations are installed per code at exits: pressing abort will pause the agent
discharge countdown (pre-discharge delay,  usually 30 seconds to 60 seconds per NFPA 72 ) to allow
investigation or evacuation, while manual release allows immediate discharge if a fire is confirmed before
automatic activation . These controls are connected to the releasing panel which interfaces with the
main fire alarm system for alarm signaling and supervisory functions.
- Maintenance & Lifecycle Costs: Clean agent systems require rigorous inspection and maintenance. NFPA
2001 requires at least annual full system inspection and functional tests of detection, alarms, and controls

. Agent cylinders are checked semi-annually or quarterly for proper pressure/weight – a ~5-10% loss of
agent triggers a refill per standards . Cylinders must undergo hydrostatic pressure testing typically every
5 or 12 years depending on cylinder type and DOT regulations . From a cost perspective, halocarbon
agents have historically been cheaper to install (fewer cylinders needed) compared to inert gas which needs
many high-pressure cylinders (and floor space) to cover the same volume . However, refill costs for
HFC agents have spiked:  with the production phase-down, FM-200 refill  prices reportedly jumped from
~$10–$12 per  pound pre-2022  to  as  high  as  $70+  per  pound by  2024 .  This  has  made inadvertent
discharges extremely costly and has incentivized users to retrofit FM-200 systems to Novec 1230 or convert
to inert gas where feasible . Notably, some inert gas suppliers (Ansul/Inergen) offer free refills if a
system dumps accidentally ,  highlighting a strategy to mitigate false discharge costs.  By 2025,  data
center operators consider not just install cost but the long-term availability and regulatory outlook of the
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agent: the looming HFC ban and potential PFAS restrictions (affecting fluorinated agents like Novec) mean
lifecycle planning is crucial .
Sources: NFPA 2001:2022 Clean Agent Standard【13】【20】;  BusinessWire Research Report  (2025) ; 
Gaseous Fire Suppression Overview (Grokipedia,  2025) ;  Risk Logic Engineering Note (2002) ;
Sciens Building Solutions blog (Wright, 2023) ; 3M Novec Technical Data ; NFSA – NFPA 2001
insights (2023) .
Timeframe: Halon systems were largely removed from data centers by the early 2000s; 2020-2025 represents the
final phase-out of remaining Halon and the transition phase for HFCs. The AIM Act (enacted 2020) kicked off HFC
reductions in 2022 . By 2024, major manufacturers (Chemours, Kidde) stopped selling new FM-200 systems,
and in late 2022 3M announced it will stop making Novec 1230 (a PFAS chemical) by 2025 . Thus, the early-
to-mid 2020s are marked by a shift to next-generation agents and hybrid solutions. Many new hyperscale data
centers  built  2021-2025  opted  for  inert  gas  or  Novec   1230 for  fire  suppression  to  “future-proof”  against
regulatory bans .
Context  –  Facility  Type Differences: Enterprise  vs.  Hyperscale: Smaller  enterprise  data  centers  (and
many colo operators) often favor clean agent systems in server rooms to avoid water damage and quickly
extinguish fires, given their limited IT redundancy. Hyperscale cloud providers, however, sometimes forego
clean agents in the vast server halls due to cost at scale – instead relying on robust compartmentalization,
early detection, and pre-action sprinklers, and reserving clean agent protection for high-value or ancillary
spaces (e.g. network rooms, operations centers). That said, some hyperscalers still install Novec or Inergen
systems in critical electrical and UPS rooms to protect power infrastructure. Tier certification: Uptime Tier
III/IV facilities commonly require dual fire suppression systems – e.g. pre-action sprinklers and clean agents
– to ensure any incipient fire is rapidly controlled (clean agent dump), while a full fire is still suppressed by
sprinklers if it grows .  Occupancy considerations: Government and military data centers often prefer
inert gas systems (which have no environmental restrictions and are non-toxic when properly vented) for
mission-critical  areas,  despite  higher  upfront  cost,  as  they align with long-term continuity  and security
needs. In contrast, telecom switching facilities (NFPA 76) historically used Halon and now use clean agents
like FM-200/Novec due to very tight uptime requirements and typically unattended operation – a practice
that has cross-pollinated with modern data centers where any downtime is unacceptable. Overall,  from
2020 to 2025 the industry trend is clear: move towards environmentally sustainable agents (Novec, inert
gases) and ensure any new system is compliant with evolving regulations on global warming potential and
PFAS content.

3. Water-Based Suppression

Claim/Trend: Automatic sprinkler systems – especially  pre-action sprinklers – remain a fundamental life safety
requirement  in  data  centers  (2020-2025),  with  design  refinements  to  minimize  accidental  leaks  and  water
damage. Single- or double-interlock pre-action systems are standard in server rooms, often augmented by dry-
pipe or water mist systems in special areas. Compliance with NFPA 13 is universally required, but data centers
employ strategies like zoned pre-action, quick-response heads, corrosion-resistant piping, and fast water shutoff
to mitigate water’s risks to equipment.
Supporting Facts:
- Pre-Action Sprinkler Systems Dominant: Unlike ordinary wet-pipe sprinklers (pipes constantly filled with
water),  data  centers  almost  exclusively  use  pre-action sprinkler  systems  to  prevent  accidental  water
discharge onto critical IT equipment. In a pre-action system, the pipes are dry until a fire detection event
triggers a valve to fill them. A double-interlock pre-action (the most conservative approach) requires both
a smoke/heat detector alarm and a sprinkler head activation (from heat) before water is released into the
piping . This two-trigger design virtually eliminates accidental discharges from mechanical damage or
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false alarms. By 2025, double-interlock pre-action is the norm in most server rooms, though some use
single-interlock  (requiring  only  detection  first)  where  allowed  for  slightly  faster  response .  For
example, FM Global allows non-interlock or single-interlock pre-action on water mist systems for simpler
operation .  Dry-pipe systems (no water until a sprinkler fuses, then water flows after an air pressure
drop) are less common in data centers except in ancillary areas subject to freezing (generators outdoors,
etc.), since pre-action with active detection is preferred for critical spaces .
- NFPA 13 and Code Compliance: Data centers are typically classified as business occupancies or industrial
depending on size, and almost all jurisdictions require them to be protected with automatic sprinklers per
International Building Code (IBC) and NFPA 13. There is a persistent misconception that sprinklers can be
omitted in server rooms; in reality, the IBC does not allow eliminating sprinklers just because of sensitive
equipment . A notable exception: IBC permits sprinkler omission in certain electrical rooms if they are
2-hour fire-rated and have clean agent systems and smoke detection  – but standard IT rooms are not
exempt. NFPA 75 (2020 edition) actually endorses sprinklers as effective protection for IT equipment, citing
their high reliability and rare accidental discharge rate . NFPA 75 recommends that if a clean agent is
used instead of sprinklers, a thorough cost-benefit analysis be done, implying sprinklers are usually the
more practical protection . In practice (2020-2025), most data centers have sprinklers installed to satisfy
code and insurance, often in addition to a clean agent system (dual protection) .
-  Water Damage Mitigation Strategies: Recognizing the potential damage water can cause to servers,
data centers incorporate multiple safeguards.  Zoning: Sprinkler systems are compartmentalized so that
only the zone with the fire will  discharge.  For instance,  a large data hall  might be divided into several
sprinkler  zones  with  independent  pre-action  valves,  limiting  the  area  affected  by  a  single  activation.
Additionally,  quick-response  or  CMSA (Control  Mode Specific  Application)  sprinkler  heads  are  used  to
rapidly  suppress  fire  with  fewer  heads  activating.  Many  facilities  install  floor  drains and  water  leak
detection sensors under raised floors to quickly remove or detect any water release (from sprinklers or AC
leaks) .  After  a  discharge,  modern  pre-action  systems  often  have  interlocks  to  allow  manual
confirmation before releasing the full water supply, if the fire is small or already out (this depends on local
code allowances and is more common in FM Global engineered solutions). Furthermore, data center design
may  incorporate  sacrificial  ceilings  or  gutters  to  channel  sprinkler  water  away  from  equipment  rows.
Fireproof tarps or covers on top of racks are sometimes used to shield servers from water, though this is
more  anecdotal  and  not  widespread.  Overall,  industry  experience  has  shown  that  actual  sprinkler
activations in data centers are rare and typically only a few heads activate over a small area – equipment
directly hit by water might be damaged, but properly designed drainage and fast response can prevent a
minor incident from flooding an entire room . In fact, NFPA data indicate unwanted sprinkler discharges
are extremely uncommon (failure rates < 1 in 500,000 heads per year), so the  perceived risk of sprinklers
often exceeds reality .
- Water Mist Systems Emergence: High-pressure water mist systems gained traction in 2020-2025 as an
alternative or supplement to traditional sprinklers in data centers. Water mist uses ultra-fine droplets (often
<200 µm) at high pressure (100+ bar) to rapidly cool and smother fires with much less water. These systems
typically  consume  50–80%  less  water than  standard  sprinklers .  For  example,  a  conventional
sprinkler  head  might  discharge  ~50–100  liters/min,  whereas  a  data-center-rated  mist  nozzle  might
discharge only  ~24 L/min at  activation .  This  greatly  reduces potential  water damage.  Water mist  is
attractive for large hyperscale facilities concerned with water supply and sustainability – Johnson Controls
notes mist is “often the most economical option for very large mission-critical data centers” due to smaller
water storage needs and shared infrastructure . By 2025, FM Global officially approved certain water
mist  systems  for  data  halls  (occupancy  HC-2/HC-3)  as  equivalent  protection ,  reflecting  industry
confidence in the technology. Notably, mist systems require no sealed room or pressure venting like gas,
and they can sometimes use the domestic water line with a pump skid, avoiding huge sprinkler reservoirs

. Many mist systems are configured as pre-action as well – keeping pipes dry until activation, further
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protecting equipment . While still a smaller segment (most common in Europe and for specialized U.S.
projects), water mist adoption in data centers is rising as of 2025 due to its fire performance and minimal
collateral damage .
- Corrosion & Maintenance: Data center sprinkler systems address corrosion risk proactively because any
internal  pipe  rust  or  MIC  (microbiologically  influenced  corrosion)  can  cause  leaks.  Many  use  nitrogen
blanketing or dry air in pre-action piping to prevent oxygen corrosion when the system is dry. FM Global
and others recommend supervisory nitrogen in pre-action systems – some sites have nitrogen generators
to maintain ~98% N₂ in the pipe network, significantly extending pipe life. Inspection-wise, NFPA 25 requires
an internal pipe exam every 5 years for sprinkler systems; data centers often do this more frequently or use
ultrasonic  monitoring,  given  the  high  consequences  of  a  leak.  Additionally,  clean  agent  +  pre-action
integration is done carefully: per FM Data Sheet 5-32, if both a clean agent and sprinkler protect the same
room, they should have independent detection triggers (two separate ASD systems) and the clean agent
should trigger at a more sensitive threshold before the sprinkler pre-action releases . This ensures
the gas system actuates first to suppress the fire and possibly avoid sprinkler discharge entirely (or delay it)

. Such coordinated designs (often with cross-zoning between systems) were implemented in several
high-tier data centers in 2020-2025 to balance water vs. gas protection.
Sources: NFPA 13 (2019) & IBC 2021 Code Commentary ; MeyerFire (Johnson, 2019) – Sprinklers vs
Clean  Agent  in  Server  Rooms ;  Bruns-Pak  Mission  Critical  Whitepaper  (2020) ;  Data  Center
Knowledge  (Paulwitz/Fogtec,  2023) ;  Johnson  Controls  (Broughton  &  Laibach,  2023) ;  FM
Global DS 5-32 (2022) .
Timeframe: The core approach of using pre-action sprinklers in data centers dates back to the 1990s (following
some early water damage incidents),  but  2020-2025 saw incremental improvements: increased use of double-
interlock systems,  broader code acceptance of  water  mist  (with FM Approvals  around 2022 ),  and greater
integration with clean agents. Additionally, high-profile fires in unsprinklered facilities (e.g. the OVH data center
fire in France, 2021) underscored the importance of having sprinkler protection – by 2025 insurers and customers
heavily favor fully sprinklered designs, ending some legacy practices of omitting sprinklers in server rooms.
Context  –  Facility  Type  Differences: Virtually  all  hyperscale  and  colocation  data  centers  are  fully
sprinklered for code and insurance compliance, typically with double-interlock pre-action in white spaces.
Enterprise data centers in owner-occupied buildings also install sprinklers, though in some cases they may
be single-interlock pre-action if permitted. Colos often tout dual suppression (clean agent + pre-action) as a
feature  to  customers.  Hyperscalers,  managing massive  floor  areas,  increasingly  explore  water  mist to
reduce water usage – for example, some large cloud campuses built after 2022 have pilot installations of
mist systems in certain buildings, especially in water-scarce regions, while keeping traditional sprinklers as
backup or in other areas. Government and military data centers, which prioritize resilience, typically have
robust  sprinkler  systems  (often  pre-action)  plus 2-hour  fire-rated  construction  for  key  areas,  as  their
approach is to confine any fire and let sprinklers handle it without requiring immediate fire department
intervention. One distinction: facilities with critical equipment that cannot tolerate any shutdown (e.g. some
financial data centers) lean more on clean agents to avoid ever discharging sprinklers, whereas hyperscale
cloud providers, who design for redundancy, are generally willing to use sprinklers as a fail-safe knowing
they can isolate affected equipment and failover services if needed. Across the board, however, the trend is
not water vs.  gas but water  and gas in complementary roles – with pre-action sprinklers as the code-
required backbone of fire protection and clean agents or water mist layered on for rapid response and
minimal equipment damage.
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4. Suppression System Design

Claim/Trend: Data center fire suppression systems are engineered with segmentation and redundancy to ensure
a fire in one zone can be quickly controlled without compromising the whole facility.  Key design elements in
2020-2025 include: dividing facilities into independent suppression zones and fire compartments, careful nozzle
placement (above and below floor) for full coverage, robust piping networks that account for airflow containment,
provision of manual abort/release controls, and redundant system components for Tier III/IV reliability. Special
hazards like electrical switchgear, battery UPS rooms, and fuel storage get tailored suppression solutions (e.g.
separate clean agent or water mist systems) to address their unique risks.
Supporting Facts:
- Zoning & Compartmentalization: Modern data centers are not one big open area from a fire protection
standpoint – they are segmented into fire/suppression zones. Architecturally, fire-rated barriers (often 1 or 2-
hour walls) subdivide data halls, and each zone has its own suppression activation. For example, a large
50,000 ft² data floor may be split by fire walls into 4 zones, each with independent pre-action sprinkler and/
or  clean  agent  release  systems .  NFPA   75  (2020)  explicitly  calls  for  subdividing  information
technology equipment areas with fire-rated construction or gaseous protection if sprinklers are absent .
The benefit is that a fire or accidental discharge in one zone doesn’t affect the entire site – this supports
concurrent maintainability (Tier III) and limits damage. Cross-zone coordination is also important: FM Global
recommends  two  separate  detection  systems  if  using  both  gas  and  sprinklers,  ensuring  one  zone’s
detectors trigger the appropriate system (clean agent first, then sprinkler) without unintended overlap

. Additionally, critical enclosures like telecom rooms, network closets, and tape archives are often built
as 1–2 hour fire-rated boxes to isolate them from the rest of the data hall,  with their own suppression
(sometimes clean agent only in these smaller volumes) .
-  Nozzle Placement & Coverage: Proper nozzle layout is  crucial  to ensure the suppressant reaches all
hazard areas (including beneath raised floors and above drop ceilings). For clean agent systems, NFPA 2001
and manufacturers specify maximum nozzle coverage areas and height limits – e.g. one Novec 1230 nozzle
might cover ~1000–1500 ft² up to 12 ft high. Data centers often have  double-tiered discharge for total
flooding: nozzles at ceiling level to protect the room volume and separate nozzles under the raised floor to
extinguish fires in cable plenum or PDUs . Underfloor fires (from wiring or cooling units) can smolder
undetected by ceiling devices, hence dedicated detection and suppression below floor became standard by
2020 per NFPA 75 Section 8 (which requires detection both above and below raised floors) . Sprinkler
heads or water mist nozzles, likewise, are arranged in both the ceiling space and underfloor if significant
combustibles exist there (though many data centers treat the underfloor as a separate hazard protected by
gaseous systems or very early detection rather than sprinklers).  Acoustic nozzle design emerged in this
period as well: clean agent nozzles are now available with sound damping features to mitigate the loud
sound shock of agent release (which in past incidents had been known to damage spinning hard drives)

. By 2025, most clean agent systems in data centers use these acoustic nozzles or diffusers to keep
sound  below  ~110  dB,  and  vendors  provide  acoustic  calculation  services  to  ensure  suppression  won’t
inadvertently crash disk arrays .
-  Piping & Distribution Considerations: The fire suppression piping (whether for water or gas) in data
centers is routed to minimize impact on IT equipment and airflow. Typically, pre-action sprinkler piping is
run  outside of hot/cold aisle containment when possible,  or high above the racks,  to avoid blocking
airflow panels.  Where containment chimneys or  barriers  reach the ceiling,  special  design is  needed so
sprinklers can still distribute water inside contained aisles (FM Global advises against cross-zoning detection
in contained aisles to avoid triple interlocks) . Gas suppression piping is usually run along walls or
ceilings; in high-ceiling facilities, drop pipes over each protected row or area are installed to ensure the gas
discharges near the risk zone. The piping network must account for pressure venting (for gas systems:
installing pressure relief vents in the room to relieve the momentary overpressure when gas discharges, per
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NFPA 2001) . For water systems, drainage points and pitched piping are provided so that condensed
water  or  testing  water  can  be  drained  without  pooling  –  an  important  maintenance  consideration.
Redundancy: High-tier  data  centers  often  incorporate  redundant  release  controls  –  e.g.  two  separate
solenoid valves on a clean agent manifold, each capable of agent release, driven by independent detection
circuits  (Main  and Backup releasing panels).  This  way,  a  single  failure  won’t  disable  the  system.  Some
facilities  even  install  duplicate  agent  cylinders  or  reserve  banks to  provide  backup  protection  after  one
discharge, though this is more common in archives than in data centers. At minimum, NFPA 75 requires fire
protection systems to have supervisory monitoring and periodic testing to ensure reliability, but it does not
explicitly mandate redundancy. It’s largely an operator choice for Tier IV sites to have N+1 suppression
components.
-  Abort Switches & Manual Release: Every gaseous suppression system in a data center includes clearly
marked  abort switches (typically  blue or red “push-to-hold”  buttons)  located near exits.  When pressed
during  the  countdown,  the  abort  will  temporarily  halt  the  release  sequence  to  allow  investigation  or
evacuation . If released (or if smoke continues to trigger after a set delay), the system will proceed to
discharge.  These abort  buttons are  often covered or  flip-type to  prevent  accidental  activation.  Manual
release stations (usually a pull station or break-glass unit) are also at exits or entry points – they allow
occupants or responders to immediately dump the clean agent if a fire is observed before the automatic
system triggers, or if the automatic sequence failed. NFPA 2001 requires a manual means of discharge and
an abort for occupied areas . For sprinkler systems, a manual trip on the pre-action valve is usually
present but seldom used; instead, emergency power-off (EPO) buttons (discussed later) might be pressed
by staff, which also often trigger an agent release in some configurations (or at least signal the alarm).
Control Panels: Fire suppression release panels in data centers are integrated with the building fire alarm.
As recommended by FM Global,  the pre-action sprinkler  valve supervisory and release should be on a
separate panel or zone from the clean agent release , to avoid interdependence. The panels are usually
in  the  room  or  just  outside,  with  status  indicators  (Normal/Pre-Alarm/Abort/Released).  Redundancy  is
sometimes provided via dual panels cross-wired to the same initiators.
- Special Room Protection (Electrical, Battery, Fuel): Data centers contain support rooms with unique fire
hazards, requiring tailored suppression:
-  Main  Electrical  Rooms/Switchgear: These  high-voltage  areas  often  use  carbon  dioxide  or  inert  gas
suppression because sprinklers could cause severe equipment damage and electrocution hazards. However,
due to safety, many now opt for clean agents or water mist. For example, large UPS or MV transformer
rooms may be protected by a clean agent (FM-200/Inergen) with a pre-action sprinkler backup. Some codes
allow sprinkler omission in electrical rooms if 2-hour fire-rated and clean agent protected . The trend is
to treat major electrical rooms like data rooms in terms of detection and clean agent use, with additional
arc-flash rated detection (sensors that can pick up arcing faults via light/UV).
- Battery Rooms (VRLA or Lithium-ion): Traditional lead-acid battery rooms usually have sprinklers (required by
NFPA 1/IBC for stationary battery systems) along with hydrogen gas detectors and exhaust fans (to prevent
explosive gas accumulation). In 2020-2025, many data centers switched to Lithium-ion batteries for UPS.
Li-ion  battery  rooms  present  fire  suppression  challenges:  they  can  undergo  thermal  runaway and  can
reignite after initial extinguishment. The current best practice (2025) is sprinkler or water mist protection
for Li-ion battery rooms, because water-based suppression is effective at cooling batteries and controlling
fires . NFPA 855 (2020 and 2023) and IFC 2024 now mandate sprinklers at higher density (e.g. 0.30
gpm/ft²  over  2,500 ft²)  for  Li-ion  ESS  installations ,  plus  smoke detection (often aspirating)  and gas
detection for off-gassed flammable vapors . Many data centers integrate early off-gas detection in
Li-ion battery cabinets: sensors detect electrolytes venting at the very early stages of failure and signal the
Battery Management System (BMS) to disconnect or shut down the affected module . This prevents a
fire  from  fully  developing,  essentially  acting  as  a  suppression-by-prevention  system.  These  “Li-ion  risk
mitigation systems” were rapidly adopted in new UPS rooms by mid-decade,  often provided by battery
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vendors or specialty safety firms. If a Li-ion fire does occur, sprinklers will operate to cool the batteries and
contain the fire. Clean agents alone are generally not relied on for Li-ion fires, as shown by a 2019 Arizona
battery incident where a clean agent dump did not stop thermal runaway, and when doors were opened an
explosion occurred . Hence, data center battery rooms now typically have a combination of active
sprinklers, continuous off-gas monitoring, and robust passive fire barriers to isolate them.
- Generator Fuel Storage: Diesel generator rooms or fuel tanks (usually outside) pose a Class B flammables
risk. They are often protected with either sprinklers (if indoors, e.g. a day tank room with an appropriate
foam-water sprinkler) or a clean agent like Novec 1230 which is effective on liquid fuel fires and safe for
occupied genset enclosures. NFPA 110 (2019) requires emergency generator rooms to have a 2-hour fire
rating and often cites NFPA 12 or NFPA 2001 for suppression in fuel environments. In practice, most gen
yards rely  on passive protection (fire-rated enclosures,  containment)  and manual  firefighting,  since the
likelihood of a generator fire is low and often isolated from IT equipment.
Sources: NFPA 75-2020 (IT Equipment Protection) ; NFPA 855-2023 (Energy Storage Systems) ;
Data Center Knowledge (JCI, 2023) ; FM Global DS 5-32 (2022) ; IBM Site Prep Guide (2021)

; MeyerFire forum (2019) .
Timeframe: Throughout 2020-2025, suppression system design in data centers evolved to address new risks (like
Li-ion  batteries)  and  to  integrate  lessons  from  incidents.  NFPA  published  the  first  NFPA  855  in  2020  and  a
significant update in 2023, driving new battery room design practices . After some well-publicized data
center fires (OVH 2021, SK Korea 2022), there’s been an emphasis on robust compartmentalization – e.g. many
operators began upgrading fire barriers and ensuring each hall is isolated to limit fire spread. The concept of
using detection and automation to pre-empt fires (like off-gas sensors for batteries) emerged around 2022 and by
2025 became a recommended practice by major firms like Johnson Controls . The acoustic issues with clean
agent  discharge  were  identified  in  late  2010s;  by  early  2020s  acoustic  nozzles  became  standard  in  new
installations or retrofits in critical environments.
Context – Facility Type Differences: Higher-tier and hyperscale data centers invest heavily in suppression
design redundancy. A Tier IV site might have two independent clean agent systems per room (with separate
piping networks) plus the pre-action sprinklers – so if one fails or is under maintenance, the other is active.
Most  enterprise  or  Tier  II  sites  wouldn’t  go  that  far  due  to  cost,  typically  relying  on  a  single  system
(sprinklers or clean agent). Colocation data centers, catering to multiple customers, often advertise “dual-
interlock pre-action and clean agent systems” to assure clients of both forms of protection. As for special
hazards: Hyperscale operators who use Lithium-ion UPS batteries have sometimes moved batteries into
separate  outdoor  containers with  their  own  fire  suppression  (often  water  mist  or  aerosol  systems)  to
physically  isolate battery hazards from the data floor –  a design choice emerging in 2024-2025 due to
NFPA 855 and some battery fire scares. Government data centers may have more conservative designs (e.g.
some still use halocarbon clean agents in UPS rooms plus sprinklers, or CO₂ in unmanned vaults) due to
inertia in spec standards, but even these are shifting to current best practices. The overarching theme is
customizing the suppression approach to each space’s hazard while ensuring the overall facility meets code
and uptime objectives.

5. Life Safety Systems

Claim/Trend: Data centers’ life safety systems in 2020-2025 are designed to protect personnel during a fire or
other emergency, despite the low occupancy of these facilities. Key features include: illuminated exit pathways with
redundant  power,  audible/voice  evacuation alarms tailored to  loud IT  environments,  emergency  lighting and
signage, integration of door access controls to unlock on alarms, designated refuge areas in large facilities, and
robust smoke separation (fire-rated walls, self-closing fire doors, and smoke exhaust systems to keep egress routes
clear).
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Supporting Facts:
-  Occupant Notification – Alarms/EVAC: Even though data halls are generally sparsely occupied, code
requires full fire alarm notification. Data centers deploy loud horns and/or  voice evacuation systems to
alert any staff. Modern facilities often use  Emergency Voice/Alarm Communication Systems (EVACS) meeting
NFPA 72, which broadcast pre-recorded evacuation messages (“Fire emergency – proceed to exits”) because
employees may be wearing ear protection or be distant on a noisy floor. In 2020-2025, some sites have
integrated strobes inside aisle containment or under floor voids to ensure visibility in all areas. NFPA 72
(2019) provides guidance on intelligibility of voice messages even in high-noise environments – data centers
may require higher dB speakers due to sound from cooling equipment. One trend is using networked audio
systems so that alarm messages can be delivered zone-specifically (e.g. only in the affected data hall and
control room) to avoid unnecessarily disturbing unaffected areas.
-  Emergency Egress Lighting & Exit Signage: Data centers, like all buildings, must have illuminated exit
signs (usually green or red “EXIT” signs) and emergency lighting for egress paths per the IBC and NFPA 101
Life Safety Code. What’s notable is that these must have backup power – typically UPS-backed lighting units
or central inverter systems, to ensure lights stay on during a power failure (particularly likely during a fire if
power is cut). In large data facilities (which can be sprawling single-story buildings), exit signage is placed at
regular intervals through the white space, and floor-level way-finding signage is sometimes added (in case
smoke obscures overhead signs).  High ceiling data halls often have exit signs hung lower or at doorway
level for visibility. During 2020-2025, operators increasingly tied emergency lighting circuits into the facility’s
UPS or generator-backed circuits to ensure more than the code-minimum 90 minutes of egress lighting –
some provide many hours, considering staff might need to stay and manage systems. This was a lesson
from events like the 2021 OVH fire where power was lost and emergency lighting was critical for firefighters
navigating dark server rooms.
-  Access Control & Door Release: Data centers are high-security, with many locked doors, but life safety
overrides security in emergencies. Doors equipped with magnetic locks or card access readers are wired to
fail-safe open when a fire alarm or suppression discharge occurs,  per NFPA 101 and NFPA 72 rules for
access-controlled  egress  doors.  That  means  if  an  alarm  is  triggered,  doors  (that  are  marked  exits)
automatically unlock so that personnel can evacuate freely .  Additionally,  data centers may have
interlock systems for chambers (like security mantraps at entrances) – those are configured to allow free
egress upon fire alarm (preventing someone from being trapped between doors). Regular drills and tests
are done to verify  all  doors release properly.  In 2020-2025,  as some data centers became fully  “lights-
out” (no regular staff), these systems still need compliance for any service personnel or visitors present.
Firefighter access is facilitated via emergency door unlock controls at security stations or by providing a
firefighter’s key.
- Occupant Load & Exiting Requirements: While data halls have low normal occupancy (maybe 1 person
per 10,000 ft²), building codes still assume worst-case occupancy for egress sizing unless a lower number is
approved. Typically, data centers are Group B occupancy (business) or industrial – requiring at least two
exits for any room over 50 occupants or large area. Data halls usually have multiple exit doors around the
perimeter, often one exit door in each corner or side of a large hall, so no one has to travel more than ~100
feet to reach an exit access. The occupant load factor for data centers might be treated as technological
areas (often 300 sqft/person in codes), so a 10,000 ft² data room is ~34 people, requiring 2 exits. In design,
some provide extra exits for flexibility. Refuge Areas: In multi-story data centers (rare but some exist, or if a
data  center  is  part  of  a  larger  building),  stairwells  are  designed with  2-hour  fire-rated enclosures  and
sometimes areas of refuge with two-way communication for persons with disabilities who cannot descend
stairs. A trend, although data centers are mostly single-story, is to include a “safe room” or operations room
that has enhanced fire protection (fire-rated, separate HVAC, etc.) where on-site staff can initiate emergency
shutdowns before evacuating. However, this is not a code requirement, more an operational preference.
- Fire Barriers and Compartmentation for Life Safety: Fire-rated walls (1-hour or more) not only protect
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equipment but also serve to protect egress routes. For example, equipment corridors might be separated
by 1-hour walls from the data halls, ensuring that one can escape even if the hall is on fire. Doors in these
barriers are self-closing and rated (with panic hardware if serving an assembly of people). NFPA 75 suggests
a minimum 1-hour fire enclosure for critical IT rooms if sprinkler protection is not present , and even
with  sprinklers  many  data  centers  choose  to  have  fire-rated  enclosures  to  limit  fire  spread  and  give
occupants time to evacuate.  Smoke Partitioning: To maintain tenable conditions for egress, large data
centers sometimes have smoke curtains or smoke dampers that deploy to confine smoke. For instance, a
common practice is using automatic smoke dampers in HVAC ducts serving the data floor to prevent smoke
from migrating through the cooling system to other rooms. Some data centers also have smoke exhaust
fans that can be manually activated post-fire to clear smoke (especially in jurisdictions where required by
code for large windowless areas). However, unlike offices or theaters, most data halls are not required to
have mechanical smoke purge systems – it’s often an added feature.
- Emergency Power for Life Safety Systems: All life safety systems (alarms, emergency lights, fire pumps,
etc.)  are  on  backup  power.  Data  centers  are  well-equipped  with  backup  generators  and  UPS,  so  they
typically feed the fire alarm panel and notification system from the UPS (to ride through until generators
kick on). Fire pumps (for sprinklers) are on generator power and also often have backup fuel per NFPA 20. In
some high-rise or campus data centers, a dedicated life safety generator may be present. The redundancy
of power in data centers means critical life safety is very unlikely to fail – a strong point noted by AHJs. One
subtlety: the Emergency Power Off (EPO) function (see Integration section) is part of life safety, intended to
de-energize equipment when fire suppression activates to remove electrical sources and reduce harm to
responders. EPO buttons are placed at exits and tie into the fire alarm so that if, for example, a clean agent
discharges, an interlock can shut down power to IT equipment (preventing re-ignition or electrical arcing)

. However, EPO is used cautiously because inadvertent activation can cause outages (this happened
in some incidents  where someone hit  the wrong button).  Thus,  newer designs sometimes require two
actions or key activation for EPO. Nevertheless, EPO design is mandated by NFPA 70 Article 645 when an
“Information  Technology  Equipment  room”  exemption  is  used,  requiring  a  single  action  emergency
disconnect for all power in the room . Data center operators ensure this is accessible and clearly
labeled for firefighters.
Sources: NFPA 75-2020 ; IBC 2021 (Sections on Group B egress, door hardware) ; NFPA 101 (2018)
Life Safety Code (Means of Egress requirements); IBM Site Prep (2021) ; Fire Middle East Magazine
(2020) ; DataCenterKnowledge (JCI, 2023) .
Timeframe: Life safety fundamentals (exits, alarms) didn’t radically change in 2020-2025, but there were some
updates: the 2021 IBC clarified sprinkler requirements and egress door interlocking rules, 2018 & 2021 editions of
NFPA 101 added guidance for areas of refuge communications. Industry awareness of things like acoustic damage
from alarms (to HDDs) was raised, but that mainly affected suppression discharge, not evacuation signals. One
big push around 2020 was ensuring fire alarms integrate with modern monitoring – so that even in a lights-out
data center,  remote operators  get  the life  safety  signals.  Also,  after  some data center  fires,  operators  began
conducting more fire drills with their staff (who are often minimal) to ensure familiarity with exits in what can be a
maze-like environment.
Context – Facility Type Differences: Hyperscale data centers often have very few staff on-site (maybe 5–
10  on  a  shift),  but  the  building  size  is  huge.  Thus,  they  design  with  the  assumption  that  those  few
individuals can safely evacuate even from deep inside a hall – multiple exit doors and perhaps personal
alarm devices (some give staff two-way radios that also receive alarm signals). Colocation/Enterprise data
centers might have more personnel  or  even customer technicians present,  so they tend to have more
formal evacuation plans and marked routes. In colos, visitors get briefed on alarm procedures. Government
data  centers  sometimes  include  “areas  of  refuge” because  they  may  be  located  in  multi-story  secure
buildings (if on an upper floor, they might designate a room with a 2-hour envelope and communication as
a  refuge).  Another  difference:  some  high-security  data  centers  (e.g.  classified  facilities)  have  firefighter
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liaison protocols – because automatic unlocking of all doors on alarm might conflict with security, these sites
coordinate with fire departments to allow access in a controlled way (often through a central security who
can override locks rather than all doors unlocking). But generally, the code-required fail-safe unlocking is
implemented – life safety comes first. Lastly, pressurization systems (to keep smoke out of critical corridors)
are used in very large facilities or those attached to offices. A notable example is a data center with an office
wing: the stairwells and offices might have smoke control fans, whereas the data hall does not. Overall, data
center life safety design is conservative: treat it like any building for egress, but leverage the robust power
infrastructure to ensure those systems work under all conditions.

6. Building Codes & Standards

Claim/Trend: Data center fire protection in 2020-2025 is guided by a suite of codes and standards – notably NFPA
75 and NFPA 76 for IT and telecom facilities, the NFPA 70 National Electrical Code (Article 645) for IT equipment
rooms, NFPA 13 for sprinklers, NFPA 72 for alarms, NFPA 2001 for clean agents, and NFPA 855 for energy storage
systems –  as  well  as  the  International  Building Code (IBC)  and Fire  Code (IFC).  These  standards  saw several
updates in this period, reflecting emerging concerns (like lithium battery protection in NFPA 855 and IFC 2024) and
reinforcing best practices (such as requiring sprinklers unless stringent alternatives are met). Compliance is often
enforced by local Authorities Having Jurisdiction (AHJs) with some variations, but overall trends show convergence
towards requiring sprinklers, early detection, and environmentally safer suppression agents in data centers.
Supporting Facts:
-  NFPA 75 (Fire Protection of IT Equipment): NFPA 75 is  a foundational  standard specifically  for data
centers/IT  rooms.  The  2020  edition  of  NFPA  75  continued  to  affirm  the  need  for  early  detection  and
suppression.  Key  requirements  include  providing  automatic  detection  (smoke)  above  and below raised
floors ,  and  either  automatic  sprinklers  or  an  alternate  engineered  solution  providing  equivalent
protection. NFPA 75 allows an exemption from sprinklers in an IT equipment room only if the room is 1-hour
fire-rated, has very early warning smoke detection, and an approved gaseous extinguishing system, plus an
approved risk analysis . This basically codifies what some jurisdictions allow: a sprinkler-free server
room  but  heavily  protected  with  clean  agent  and  fire-rated  enclosure.  However,  this  is  subject  to  AHJ
approval and is increasingly rare as codes prefer sprinklers. NFPA 75 also addresses such things as floor
plenums (requiring flame spread-rated cable insulation or fire stops to prevent fire underfloor) and calls for
an EPO (emergency power off)  switch for  IT  equipment in  the room for  firefighter  safety .  The
standard is not a legal code on its own but is often referenced by the IBC and insurance guidelines.
- NFPA 76 (Telecom Facilities): Similar to NFPA 75, NFPA 76 (2020 edition) covers fire protection for telecom
switching  facilities,  which  share  characteristics  with  data  centers.  It  emphasizes  very  early  warning  fire
detection (VEWFD) – often aspirating detection – due to the high airflow and the need to prevent service
outages.  NFPA   76  also  provides  guidance  on  protecting  cable  tunnels,  battery  string  rooms  (often
recommending clean agent or water mist for those),  and has extensive criteria for network equipment
spaces  that  influenced  data  center  practices.  It  suggests  multi-step  alarm  levels  and  integration  with
automatic shutdown of equipment. Many telecom facilities are essentially data centers for phone networks,
so NFPA 76’s prescriptions (like not requiring sprinklers if certain clean agent and detection are in place,
similar to NFPA 75) have been a model for some data center designs.
-  International Building Code (IBC) & IFC: The IBC (2018, 2021 editions) and International Fire Code are
adopted in most US jurisdictions. The IBC classifies data centers typically as Group B (business) occupancies,
which triggers sprinkler requirements for most buildings over a small  size.  Specifically,  IBC Section 903
requires sprinklers in Group B buildings over 12,000 ft² or if located below grade, etc., which nearly all data
centers exceed. There was no special exemption for data centers in the 2021 IBC; in fact, the code explicitly
states that electrical or IT rooms aren’t exempt just because they’re fire-rated or have clean agents .
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The IFC contains firefighting requirements: e.g. IFC 2018 and 2021 require an approved fire safety plan,
portable  extinguishers  placement  (usually  every  75  feet  travel  in  data  centers,  and  type  C  rated  for
electrical),  and  for  energy  storage  (batteries),  IFC   2018  had  Chapter   12  which  limited  Li-ion  battery
quantities and required sprinklers for >20 kWh systems. The IFC 2024 edition, as noted by industry experts,
significantly  expanded lithium battery  requirements  to  align  with  NFPA 855,  including higher  sprinkler
density,  off-gas  detection,  and deflagration venting analysis  for  battery  rooms .  This  is  a  direct
response to the increasing use of Li-ion UPS and some fire incidents.
-  NFPA 72 (Fire  Alarm Code): NFPA 72  covers  the  design and installation  of  fire  detection and alarm
systems. Data centers fall under its rules like any building, but particular to data centers is the allowance for
cross-zoning detectors for clean agent release (72 permits cross-zone to prevent false discharges). The 2019
and 2022 editions of NFPA 72 also include provisions for  class N pathways – network-based fire alarm
communications,  something  data  centers  might  use  given  their  IT  prowess.  Also,  NFPA  72  recognizes
aspirating detectors (it has a separate section for air aspirating smoke detection and gives guidance on
sensitivity and installation,  referencing UL 268A testing).  NFPA 72-2019 added requirements for all  new
commercial  fire  alarm systems to  have a  means of  sending signals  to  a  supervising station (often via
internet/IP) – data centers typically comply by integrating alarms to their Network Operations Center and/or
a central station service.
- NFPA 2001 (Clean Agent Systems): NFPA 2001 (2018 and 2022 editions) is critical for gas systems in data
centers.  It  defines  the  approved  agents  (FM-200,  Novec  1230,  Inergen,  etc.)  and  their  design  rules:
concentration, discharge times, piping, etc. Recent changes in NFPA 2001 include the option for 60 or 120
second discharge for inert gas as discussed , clarifications on safety factors for Class C (electrical) fires,
and added warnings about acoustical damage to hard drives (an annex note addresses that loud discharge
noise can damage HDDs,  recommending acoustic  tests  –  a  reflection of  real-world data center  issues).
NFPA 2001 also cross-references NFPA 75’s requirement for EPO – if a clean agent is protecting an IT room
under  NEC Article  645,  an emergency disconnect  must  be interlocked with  the agent  release.  Another
addition in recent years is more explicit guidance on enclosure integrity testing (door fan tests) in the main
text rather than just annex, making it a required part of commissioning. Also, environmentally, NFPA 2001
(2022) acknowledges the HFC phasedown, encouraging users to consider agent environmental profiles.
- UL, FM, and Other Certifications: Beyond codes, data center fire systems often adhere to UL listings (e.g.,
UL 2166 for Halocarbon clean agent systems, UL 2127 for Inert gas systems) and FM Approvals standards
(FM 5600 for clean agents, FM 5560 for water mist, etc.). From 2020 to 2025, manufacturers sought FM
Approval for data center-specific applications – for instance, in 2022, FM approved a high-pressure water
mist system for data halls (Hazard Category HC-3) making it the first to be an FM Approved alternative to
sprinklers in server rooms . This gives owners and insurers confidence to use those systems. AHJs
might require evidence of  listings;  for  example,  an inert  gas system must be UL or FM listed for  total
flooding to be accepted in place of sprinklers in some jurisdictions. Factory Mutual (FM) Data Sheets (e.g.
DS 5-32, DS 4-9) are quasi-standards for insured facilities: FM Global’s 2018 revision of Data Sheet 5-32 (Data
Centers and Related Facilities) recommended both sprinklers and clean agents in critical areas and detailed
many best practices (some of which exceed bare minimum code). Many data center operators follow these
guidelines for insurance or risk management reasons.
- Local Variations & AHJ Requirements: Some localities have specific rules: for instance, parts of California
require diesel generator rooms to have sprinklers even if NFPA 110 might not. New York City, in its Fire
Code, requires stationary battery systems >250 kWh to be in sprinklered, ventilated rooms with FDNY plan
approval (post-2022 updates, aligning with NFPA 855) . The City of Los Angeles historically did not
allow clean agent in lieu of sprinklers at all – they require sprinklers regardless. Thus, data center designers
must navigate these local stipulations. Generally, the stricter approach wins out (e.g., even if NFPA 75 would
allow no  sprinklers,  most  cities  still  enforce  sprinklers).  Another  example:  some jurisdictions  require  a
manual pull station by the main exit even though NFPA 72 allows omission if you have automatic detection
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and occupant notification throughout – some data centers had to add manual pulls because local code
didn’t adopt that exemption. Insurance standards (like FM Global) also effectively become requirements if
the site is insured by them – FM might insist on features beyond code, such as very early smoke detection in
subfloor, or a minimum of one hose connection inside large data halls for firefighter use.
Sources: IBC 2021 (Sec. 903 – Sprinklers) ;  NFPA 75-2020 (Sec. 8 – Fire Protection Requirements) ;
NFPA   855-2023  (Energy  Storage  Systems) ;  IFC   2024  (as  summarized  by  DataCenterKnowledge,
2025) ; NFPA 2001-2022 (Clean Agents) ; FM Data Sheet 5-32 (2022) .
Timeframe: Several  important changes occurred in this  period:  NFPA 855 was first  issued in 2020,  giving a
comprehensive standard for lithium battery fire safety where none existed – by 2023 it was adopted or referenced
in  fire  codes .  The  IBC/IFC  2021  and  2024  editions  progressively  tightened  requirements  for  high-hazard
battery systems, clearly a response to incidents and the growing use of Li-ion. On the clean agent side, NFPA 2001
(2022) incorporated updated info on inert gas design (permitting 120 s discharge option) and added reference to
the global  HFC phasedown.  NFPA 75 and 76 didn’t  see  radical  changes  in  2020 editions  but  reinforced that
sprinklers should not be casually omitted and that risk analyses are needed if doing performance-based designs.
An emerging code discussion in 2024-2025 is whether data halls with certain fire prevention systems (like oxygen
reduction systems) could get code credit, but as of 2025 that’s not in the model codes – it’s something to watch for
future editions.
Context – Facility Type Differences: The application of codes can differ:  Enterprise-owned data centers
might pursue performance-based designs (using NFPA 75’s allowances) to avoid sprinklers if they have a
sophisticated gas system, but this must be negotiated with AHJs. In contrast, colocation providers almost
never  omit  sprinklers  because  they  need  broad  compliance  and  customer/insurance  acceptance.
Hyperscalers sometimes build in less populated areas where they work closely with local fire marshals –
they might get permission for innovative systems (e.g., use of an oxygen reduction fire prevention system in
lieu of sprinklers in an unmanned remote data center module, subject to heavy safeguards), which a more
urban jurisdiction might not allow. However, mainstream practice by 2025 is aligning – e.g., you will find
sprinklers in Google, AWS, Microsoft data centers just as in any other. The biggest differences lie in insurance
vs.  code:  an FM-insured site  will  follow FM Data Sheets (very prescriptive,  often stricter  than code:  e.g.
requiring two independent detection systems, specific sprinkler spacing, etc.), whereas a data center not so
insured might just meet minimum NFPA/IBC. Internationally, there are differences too: Europe’s EN 50600
standard for data centers and local codes (like BS 6266 in UK for fire protection of electronic equipment
installations) might influence design. But globally, the trend is toward harmonizing with the NFPA and IFC
standards given the universal nature of data center risks.

7. Lithium-Ion Battery Fire Risks

Claim/Trend: Lithium-ion batteries, increasingly used in data center UPS systems between 2020-2025, pose new
fire risks due to  thermal runaway potential. The industry and codes responded with specialized detection and
suppression strategies: early thermal/ off-gas detection to catch failing cells, enhanced sprinkler or water mist
protection to cool batteries, stringent room design including 2-hour fire barriers and explosion venting for large
battery  installations,  and updated standards  (NFPA 855,  UL  9540A)  guiding Li-ion safety.  Several  high-profile
battery fires in this period underscored the need for these measures and spurred rapid evolution in best practices.
Supporting Facts:
-  Thermal Runaway & Fire Characteristics: Lithium-ion batteries can experience thermal runaway, a self-
accelerating heat  release that  can lead to fire or  explosion.  Unlike typical  Class  A fires,  a  Li-ion cell  in
runaway will  vent flammable gases and can reignite multiple times. Fires can burn extremely hot (over
1000°C) and are difficult to fully extinguish until the fuel is consumed . For example, in Surprise, AZ
(2019), a utility battery ESS fire re-ignited hours after initial suppression, and when responders opened the
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container, trapped gases caused a violent deflagration . In data centers, Li-ion batteries are used in
UPS systems either in dedicated battery rooms or in modular cabinets near server racks.  The  fire risk
includes not only flame but also toxic and flammable gases (like hydrogen, carbon monoxide, HF) that can
accumulate. Additionally, the high energy density means a lot of heat release in a small area, potentially
overwhelming standard suppression if not designed for it.
- Detection – Off-Gas & Thermal Monitoring: A major advancement for Li-ion safety is off-gas detection:
Li-ion cells typically release a trace of specific gases (like electrolyte vapor) in early failure stages. As of 2023,
many UPS manufacturers and third-party systems offer off-gas sensors that detect ppm levels of these
gases.  These sensors can give a warning seconds to minutes before the battery goes into full  thermal
runaway . When detected, the system can automatically isolate or shut down the affected battery
rack (using the Battery Management System to open contactors) and signal an alarm, hopefully preventing
a fire altogether. This concept of thermal runaway early detection became a recommended practice – for
instance,  NFPA   855-2023  references  off-gas  monitoring  as  a  means  of  early  detection,  and  some
jurisdictions  like  NYC  require  gas  detection  in  ESS  installations.  Additionally,  many  data  centers  use
continuous thermal monitoring (IR cameras or temperature sensors on battery racks) to catch abnormal
heating.  For  in-row  battery  cabinets,  some  operators  tie  the  battery  management  telemetry  (voltage,
temperature  data)  into  the  DCIM  monitoring  for  anomaly  detection.  These  measures  are  essentially
predictive and have proven effective: one colo provider reported catching a failing Li-ion module in 2022 via
off-gas alert and replacing it before any flame occurred.
-  Suppression  –  Water  vs.  Clean  Agent: Industry  consensus  by  mid-2020s  is  that  water-based
suppression is most effective for Li-ion battery fires,  due to water’s  superior cooling ability .
NFPA and FM research found that sprinklers can control Li-ion fires and prevent spread, albeit needing large
quantities of water for extended duration . NFPA 855 (2020/23) requires sprinklers (or water mist) in
all indoor ESS installations above certain thresholds, specifying a high design density (0.30 gpm/ft² over the
area, with a minimum water supply duration of 60 minutes or more) . Data centers have complied by
installing pre-action sprinkler systems in battery rooms with a dense array of quick-response heads, often set
to discharge a foam-water mix or just water. Some have opted for water mist if trying to minimize water
damage – in one 2022 pilot, a low-pressure water mist system was installed for a Li-ion UPS room, providing
fine mist cooling; it was FM approved for that hazard and significantly reduced potential water cleanup.
Clean agent systems are not relied on solely for Li-ion because agents like FM-200 or Novec can inert the
atmosphere temporarily, but without cooling, batteries may reignite once the agent dissipates . In some
cases, a clean agent might be used as an initial knockdown (to buy time until water flows), but this is less
common. A few data centers have experimented with aerosol suppressants (e.g. Stat-X condensed aerosol)
inside battery cabinets, as these can flood a small enclosure and suppress fire quickly; however, aerosols do
not cool well and produce residues, making them more of a secondary measure. Overall, the gold standard
is  sprinklers plus containment – let water cool the batteries while the fire is confined to that room or
cabinet.
-  Room Design & Safety Features: To mitigate Li-ion hazards,  new UPS battery rooms in data centers
incorporate:
-  Fire-rated enclosures: Typically 2-hour rated walls and ceiling, to contain a potential battery fire from
spreading to adjacent rooms . Also, separation distance or fire-rated compartments between groups of
batteries – NFPA 855 limits the size of battery arrays (often 50 kWh per unit, separated by 3 feet or a wall) to
localize events .
-  Ventilation and exhaust: Li-ion fires  release combustible  gases;  hence,  exhaust  fans  (with  fire-rated
dampers) often activate to vent smoke and prevent explosion. Some codes require mechanical ventilation at
a certain rate (e.g. 10 air changes/hour during alarm) in battery rooms . However, if a clean agent is
used, venting is delayed until after discharge hold time. Designing the ventilation is tricky: too much can
spread a fire, too little can cause an explosion. Thus NFPA 855 and IFC require a deflagration risk analysis –
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many battery rooms now include pressure relief panels or louvers that will open if pressure builds rapidly,
directing an explosion outward safely. This is borrowed from practices in industrial battery systems.
-  Smoke  detection  &  alarm: Very  early  smoke  detection  (ASD)  is  usually  installed  in  battery  rooms,
complementing gas sensors. Li-ion cells can smoke or smolder before flaming, so ASD can pick up the
earliest sign of off-gassing even if  below alarm threshold for dedicated off-gas sensors. One colocation
provider noted in 2021 that they set their VESDA detectors in battery rooms to a very low threshold, so any
slight  smoke triggers  a  response (battery  areas  are  small  and not  normally  dusty,  so  false  alarms are
manageable) .
-  Spill containment & thermal insulation: Large Li-ion battery installations (like containerized systems)
often have spill pans (though Li-ion doesn’t spill acid, but electrolyte can leak if many cells rupture, which is
a flammable liquid). Some ESS enclosures use intumescent coatings or thermal barriers between battery racks
to slow fire propagation – e.g., special ceramic fiber boards that keep adjacent racks cooler for longer. While
not yet common in standard data center UPS rooms, these features appear in vendor-supplied battery
cabinets and could become mainstream.
-  Incidents & Lessons (2020-2025): Several incidents highlighted Li-ion risks in data centers: In October
2022, a fire at SK C&C’s Pangyo data center (South Korea) started in a Li-ion UPS battery room, causing a
massive  outage  of  Kakao’s  services.  The  fire  burned  for  over  8  hours ;  reports  indicated  that
suppression systems (likely gas and sprinklers) struggled due to rapid fire spread across battery cabinets,
and  firefighters  had  to  let  it  burn  under  controlled  conditions.  This  incident,  affecting  a  major  tech
company, pushed Korean authorities to mandate stronger fire protections for UPS batteries and better
compartmentalization (the government found 55 UPS-related fire incidents from 2018-2022 in Korea) .
In the US, an incident at a Google data center in 2022 involved a Li-ion battery cabinet explosion that
injured workers – presumably during maintenance; it underscored the importance of safety protocols and
protective  equipment  when working on these  batteries.  The OVHcloud fire  (2021)  in  France,  while  not
caused by batteries (it was a generator circuit), highlighted that lack of sprinklers can lead to total loss;
interestingly,  after that,  OVH decided to avoid Li-ion batteries in some new builds,  citing fire concerns,
opting  for  more  traditional  VRLA  or  generator-only  backup.  These  and  other  events  accelerated  code
updates (like IFC 2024 as mentioned) and motivated data center operators to retrofit or enhance existing
battery protections. FM Global updated its guidance in Data Sheet 5-33 (2023) for UPS battery systems,
strongly recommending sprinklers and listing acceptable Li-ion rack designs that have passed fire tests
(UL 9540A large-scale fire testing became a de facto requirement to use a given battery product in many
jurisdictions).
Sources: NFPA 855 (2020 & 2023) ;  Data  Center  Knowledge (Suski,  2025) ;  NFSA Lithium
Battery Article (2023) ; ORR Protection Webinar Part 2 (2021) ; W.Media news on Kakao fire (2022)

; DataCenterDynamics on SK battery fire (2022) .
Timeframe: Lithium-ion use in data centers took off around 2016-2018 for UPS, but it’s during 2020-2025 that it
became mainstream for new builds and large retrofits (due to smaller footprint and lower maintenance compared
to  VRLA  batteries) .  Correspondingly,  standards  and practices  were  “catching  up.”  The  first  edition  of
NFPA 855 in 2020 was a milestone, and by 2022 and 2023, we see significant revisions. Multiple fire incidents in
2021-2022 (Kakao, government facilities, etc.) served as wake-up calls, leading to urgent interim guidance from
groups like FM Global and even insurers warning about Li-ion risks in critical facilities. By 2025, it’s fair to say Li-
ion fire protection went from an afterthought to a primary design consideration, with its own set of specialized
systems in any project using those batteries.
Context – Facility Type Differences: Hyperscale cloud providers often have the resources to engineer
custom battery safety systems – e.g. they might place Li-ion UPS systems in outdoor containers isolated
from the main building, essentially removing that fire risk from the white space. They also tend to perform
extensive testing (some hyperscalers did their  own UL 9540A-like fire tests on battery racks to validate
suppression effectiveness). Enterprise/Colocation data centers usually house batteries in indoor rooms, so
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they follow the prescriptive codes: 2-hr room, sprinklers, exhaust, etc., because that’s the straightforward
path to approval. Some colos even market that they don’t use Li-ion yet, to assure clients worried about the
fire  risk  –  those that  do use  Li-ion emphasize  the  safety  features  in  place.  Telco  facilities  (traditionally
battery-heavy) mostly still use lead-acid, but where they’ve adopted Li-ion, they treat them similarly with
sprinkler protection (often telecom codes treat a battery room as requiring sprinklers unless the building is
unmanned and remote with other mitigations). On a regulatory note, certain local authorities (e.g. New
York, California) scrutinize data center battery installations closely, sometimes on a case-by-case variance
basis since codes evolved so rapidly. Therefore, large operators often engage fire protection engineers early
to liaise with AHJs and demonstrate their design meets the latest safety objectives (sometimes exceeding
minimums, like installing clean agent systems in battery rooms in addition to sprinklers, or installing blast
relief panels, to satisfy concerns). The evolving nature of Li-ion risks means that designs from 2020 might
not fully comply with 2025 expectations – many operators did upgrades, like adding off-gas detection to
systems installed a few years prior, as a continuous improvement measure.

8. Fire Resistance & Passive Protection

Claim/Trend: Passive fire protection – the use of fire-resistive construction and fire stopping – is a critical layer in
data center safety. Between 2020-2025, data centers continued to employ 1- to 2-hour fire-rated walls around
mission-critical  spaces,  robust  fire  stopping  for  cable  penetrations  and  floor  openings,  fire-rated  doors  and
dampers that  close to compartmentalize fires,  and fireproofing of  structural  elements supporting the facility.
Emphasis on compartmentalization (segregating data halls, electrical rooms, battery rooms, etc.) increased after
fire incidents, as operators recognized that containing a fire to a small area is key to preserving continuity.
Supporting Facts:
- Fire-Rated Walls and Enclosures: Data centers commonly utilize 1-hour fire-rated construction for their
server rooms as a baseline, with some critical areas (battery rooms, diesel generator rooms, fuel storage)
enclosed in 2-hour fire-rated assemblies. For example, NFPA 75 recommends a minimum 1-hour fire-rated
perimeter for IT equipment rooms if sprinklers are not present . Many operators go further: building the
data hall walls slab-to-slab with 2-hour rated drywall or masonry, especially if the hall is very large or if clean
agent suppression is being used (the rating helps contain any fire long enough for the agent to work or for
backup sprinklers to kick in). In multi-hall facilities, each hall is separated by firewalls that can withstand fire
for a certain duration, effectively isolating halls. When OVH’s SBG2 data center (with no sprinklers) burned
down in 2021, one positive outcome was that a 2-hour firewall partially protected an adjacent hall (SBG1)
from the worst of the fire – it still sustained damage but not complete destruction, illustrating the value of
passive barriers.  Additionally,  fire-rated cable vaults or  risers  are used:  vertical  shafts  carrying cables
between floors are encased in fire-rated construction to prevent a fire from using the cable bundles as a
chimney to spread (and these shafts have fire dampers where cables enter rooms).
-  Cable Tray Fire Stopping: Data centers have a vast amount of cabling, often passing through walls and
floors. All such penetrations must be sealed with listed firestop materials to maintain the wall/floor rating.
During  2020-2025,  as  data  centers  kept  upgrading  and  changing  equipment,  maintaining  proper
firestopping is an ongoing challenge – each new cable cut-through must be sealed. Facilities often use
firestop  blocks  or  pillows  in  cable  trays  that  allow  adding/removing  cables  while  still  filling  the  gap.
Underfloor penetrations (like where busways or cables go between rooms) are likewise sealed. NFPA 75
and  NFPA   70  (NEC)  require  that  openings  around  cables  penetrating  fire  barriers  be  protected  with
materials tested to ASTM E814 or UL 1479 (firestop systems) to prevent fire and smoke spread. FM Global
data sheet 5-32 specifically highlights that any openings in fire-rated walls of a data center should be sealed
with  firestopping equal to the wall  rating and periodically inspected . The trend has also been to use
smoke-rated firestops (that also limit cold smoke migration) given that smoke can damage equipment far
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beyond the fire zone.
- Fire-Rated Doors and Dampers: All doors in fire-rated walls in a data center (like those separating data
halls or enclosing electrical rooms) are required to be fire-rated (usually 1-hour or 90-minute rated doors for
a 2-hour wall, per NFPA 80). They must be self-closing or automatic-closing upon alarm. In practice, data
centers often have doors held open for operations (especially double doors for equipment moves), so these
are fitted with magnetic hold-opens tied to the fire alarm – when an alarm sounds, the magnets release and
doors swing shut, re-establishing the fire barrier.  Fire dampers or smoke dampers are installed in duct
penetrations of rated walls – though many data center designs try to avoid ducts penetrating the white
space walls (using dedicated cooling units in each compartment). But where ducts for AC or cable openings
exist, motorized dampers will shut on alarm to block fire/smoke. For example, a battery room might have a
normally-open vent louver for hydrogen exhaust, but it must have an actuation to seal if there’s fire outside
that room to protect it. Ensuring all these passive features operate is part of commissioning tests; many
data  centers  do  integrated  system  testing  including  closing  of  fire  doors  and  dampers  to  simulate  a
compartment fire scenario.
-  Structural Fire Protection: Data centers are typically steel-framed buildings. If the steel columns and
beams supporting critical  areas are not inherently fire resistant,  they are fireproofed (spray-applied fire
resistive material, intumescent paint, or fireproof cladding) to at least 1 or 2-hour rating depending on code
(IBC requires the structural frame to have the same rating as the highest required wall/ceiling rating for
that occupancy, often 2 hours for moderate-sized buildings). One area of concern is the support structure
for raised floors: earlier data centers used unrated pedestals that could collapse in fire. By 2020s, codes
(NFPA 75) require that raised floor assemblies in IT rooms either be noncombustible or have fire rating if
used as a fire barrier. Typically, the floor itself is not rated, but everything above is protected by suppression.
Structural fireproofing is more critical in generator and fuel areas, which are often considered separate
occupancies  (H-3  for  fuel  storage,  etc.)  requiring  2-3  hour  ratings  on  structural  members.  Also,  any
structural columns that pass through a data hall should be encased or coated so that if a localized fire
happens, a column failure doesn’t occur. The industry hasn’t seen many data center structural collapses due
to fire (since suppression usually limits fire spread), but this passive safety is still mandated by code.
-  Compartmentation Strategies: The concept of  compartmentalization is to limit fire size. In addition to
walls, sometimes fire-rated drop-down curtains or shutters are used: e.g., in a large open data floor, an
automatic fire curtain could drop from the ceiling to segment the space upon fire detection (this is rare in
data halls but used in some warehouses – mentioned here as some innovative designs considered it to
avoid permanent walls). More common is simply dividing into separate rooms. Another aspect is protecting
certain hazards by enclosure: for instance, putting transformers in 2-hour vaults, cables in fire-rated conduit
or cable vaults, and providing fire-rated cable transit systems for major bundles (there are products like fire-
rated cable trays or wraps that ensure continuity of circuits during a fire – some data centers use them for
critical  power feeders that must survive a building fire long enough to shut down safely).  Penetration
sealing isn’t just cable trays – openings for chilled water pipes, fuel lines, etc., all need to be sealed with
firestop collars or wraps that expand to block fire.  Blank openings (like a space left for future conduit) are
sealed with temporary firestop as well, something facility managers must keep on top of. In 2020-2025, with
the rapid expansion of data centers, sometimes new server halls are added onto existing buildings – when
doing so, ensuring the firewall between old and new meets code (perhaps upgrading it to current 2-hour
standard, adding fire doors where there were none, etc.) is important. There have been instances where a
data center expanded but a proper fire barrier wasn’t maintained, which could allow a fire to affect both
sections; thus, insurers and consultants stress passive protection upgrades during expansions.
-  Fireproofing Materials Use: Data centers often avoid anything that introduces dust or particles, thus
drywall enclosures are common for fire barriers (as opposed to CMU block walls) because they are easier to
construct around equipment with less mess. Fire caulks and sealants used are low-smoke and compliant
with telco-grade standards (some firestops in these environments are also required to limit outgassing of
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corrosive byproducts, due to sensitivity of electronics – e.g., intumescent materials that don’t produce acidic
smoke). If spray fireproofing is used on steel, it’s usually done before IT equipment is installed, to avoid
contamination; otherwise, intumescent paint is used for a cleaner application.
Sources: NFPA   75-2020  (Sec.  4.2  –  Construction:  fire  ratings) ;  FM  Global  DS  5-32  (2022)  –  Passive
Protection  recommendations ;  Fire  Middle  East  “Fire-proof  your  digital  core”  (2020) ;  IBM
Guidelines (2021) ; Risk Logic (2006) on Halon Alternatives (passive measures) .
Timeframe: Passive fire protection principles are long-standing, but 2020-2025 saw renewed focus due to some
mishaps. After the Strasbourg 2021 fire where an entire data center building was lost, there was scrutiny on the
building’s passive defenses – reports noted lack of sprinkler and some fire walls not containing the fire fully. This
led some companies to audit their existing facilities’ fire barriers. The introduction of big lithium battery systems
also triggered new passive requirements (the idea of putting them in 2-hr rooms or even standalone containers
emerged around 2018 and was solidified by 2020’s NFPA 855). Additionally, more data centers were being built in
multi-story configurations in urban areas by 2025, which inherently demands more robust passive protection
(floor  separations,  rated shafts,  etc.).  So  while  the  materials  and methods didn’t  dramatically  change in  this
period, their application became more widespread and critical.
Context – Facility Type Differences: Hyperscale operators often build single-floor, wide-open buildings,
but  even these  will  have  internal  fire-rated  partitions  separating  electrical  galleries,  generators,  office/
control areas, etc. They might also rely on distance as a passive measure – large yards between buildings to
prevent fire jump (OVH’s campus had multiple buildings separated so one fire wouldn’t take out the whole
site,  which  worked  for  the  other  buildings).  Enterprise/corporate data  centers  might  be  inside  office
buildings or high-rises, so they must adapt to that structure: placing the data center in a 2-hour rated room,
ensuring structural fireproofing is consistent with the rest of the building. In mixed-use buildings, passive
fire protection is even more crucial (to protect the data center from fires in other occupancies and vice
versa). Colocation facilities, which often retrofit warehouses, will upgrade passive features as needed – e.g.,
adding  fire-rated  ceilings  if  the  roof  construction  is  non-fire-rated  but  required  due  to  occupancy
separation.  Also,  colos  will  sometimes  subdivide  tenant  spaces  with  fire  barriers  if  tenants  require
segmentation (though generally  the whole  white  space is  one compartment  with  shared suppression).
Government/military data sites sometimes include “Survivability” criteria: e.g., designing the data center
to survive X minutes in a fully developed fire without loss of structural integrity or breach, even if active
suppression fails. This might mean more concrete construction, fireproofing, and so on, beyond minimum
code.  The  bottom  line  is  that  passive  fire  protection  is  the  failsafe  –  data  centers  across  all  types
acknowledge  that  if  sprinklers  or  agents  underperform,  the  fire-resistive  construction  is  what  stands
between  a  small  fire  and  a  catastrophic  loss,  hence  it’s  treated  with  equal  importance  in  design  and
maintenance.

9. Testing, Inspection & Maintenance

Claim/Trend: Regular inspection, testing, and maintenance (ITM) of fire and life safety systems is paramount in
data centers. In 2020-2025, operators followed rigorous schedules: annual integrated system tests, quarterly or
semi-annual device inspections, and frequent preventive maintenance – often aided by monitoring technology.
Clean agent cylinders are periodically weighed or pressure-checked, suppression discharge tests are done in a
controlled  fashion,  smoke  detectors  get  sensitivity  tests  and  cleaning,  and  all  results  are  documented  for
compliance and risk management. Third-party certification (like UL/FMX Systems certification or insurance audits)
became more common to ensure these critical systems will perform when needed.
Supporting Facts:
- Routine Inspection Frequencies: Data centers typically adhere to NFPA and manufacturer ITM schedules.
For example,  fire detection and alarm: NFPA 72 requires at least annual testing of all smoke detectors,
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heat detectors,  alarm pull  stations, and notification appliances. In practice, many data centers do  semi-
annual fire drills and system walk-throughs. Aspirating smoke detectors (ASD) have filters and sampling
holes that must be checked – often quarterly or semi-annually filters are cleaned or replaced to ensure the
designed sensitivity .  Spot smoke detectors should have their  sensitivity tested within 1 year after
installation and then every 2 years (per NFPA 72 unless the panel auto-monitors sensitivity) – data centers
often use modern analog-addressable detectors that self-monitor drift, extending the interval to up to 5
years  between calibrated  tests .  Sprinkler  systems:  NFPA 25  (2017/2020)  mandates  monthly  visual
inspections of gauges and valves, quarterly testing of alarm devices, and an annual full trip test for pre-
action valves. In data centers, the annual trip test of a pre-action system is a delicate matter (since accidental
water release is a concern) – typically, they perform the test by using the 2-inch test connection downstream
of the pre-action valve to simulate a sprinkler activation . This way, the valve opens and water flows
in a controlled manner to a drain, confirming operation without actually spraying the room. Also,  annual
room integrity tests for clean agent enclosures are done to verify hold time (usually by a door fan test
measuring leakage) – this is recommended by NFPA 2001 and required by many FM Global specs .
Clean agent cylinders are weighed or pressure checked semi-annually (per NFPA 2001, if a cylinder doesn’t
have a continuous weight monitoring feature, you must physically weigh it at least every 6 months, or if it
has  a  pressure  gauge,  you  visually  check  that  monthly) .  Any  loss  of  agent  >5% or  pressure  >10%
requires refilling. Additionally, every 5 years NFPA 2001 calls for an external visual inspection of cylinders
for corrosion, and every 12 years a hydrostatic test if they haven’t been discharged by then . CO₂ or
inert gas cylinders (if used) have slightly different intervals (CO₂ hydro every 5 years per DOT). Fire pumps
(if the facility has a pump for sprinklers) are run weekly or monthly under no-flow, and annually under full
flow, per NFPA 25 – although data centers with reliable utility water sometimes design without pumps,
many still have them for large campuses.
- Integrated System Testing: A crucial practice in data centers is end-to-end testing of the fire protection
system, often annually. This means simulating a fire (usually via smoke detector test or pulling a manual
station) and observing that all expected sequences occur: alarm activation, ASD alert levels, pre-action valve
opens (water to pipes, verified by pressure gauges or drain flow), clean agent countdown and alarm, abort
functions, HVAC shutdown, door releases, EPO triggers, notification to monitoring station, etc. Because a
live discharge of clean agent or sprinklers is disruptive and costly, most sites do not release agents during
tests. Instead, they will test the releasing circuits with the cylinders isolated (e.g. disconnect solenoids or
use test cylinders), and use test mode for pre-action (water diverted to drain). Some data centers conduct a
“full discharge test” with water or inert gas once during commissioning: for instance, releasing nitrogen
or a test gas through the piping to verify nozzle coverage and pressure (as a proxy for actual agent). This is
often done by specialty contractors and once proven, future tests are non-destructive. Integrated tests are
frequently observed by insurance or fire department officials. Starting in 2018, NFPA introduced NFPA 4
(Standard for Integrated Fire Protection System Testing) – data centers in 2020-2025 began adopting this
methodology to systematically test interconnected systems. For example, a critical facility might hire a third-
party to script and document a full integration test every 5 years as per NFPA 4, with functional tests in
between.
-  Preventive  Maintenance  &  Monitoring: Many  data  centers  have  maintenance  contracts  with  fire
protection firms to perform regular preventative maintenance – e.g. quarterly walk-throughs to inspect all
devices and panels, clean any dusty detectors (especially important in construction or retrofit phases), verify
sprinkler piping isn’t obstructed, and ensure no one has inadvertently blocked a vent or closed a valve.
Remote monitoring tools have grown: some clean agent systems include pressure supervision sensors
that  notify  if  a  cylinder  pressure  drops  (rather  than  waiting  for  a  manual  gauge  check).  Building
management systems (BMS) or DCIM dashboards often integrate basic fire alarm status, so facility staff can
see if  any device is  in trouble/fault  in real  time.  In 2020-2025,  companies like Siemens and JCI  offered
remote fire system health checks – using IoT modules on panels to report on device status, battery health of
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alarm panels, etc., to a remote service center . This way, a problem (say a disabled detector or a
tampered valve) can be flagged immediately rather than at the next scheduled inspection. Such analytics
can also predict issues (e.g. a gradual decline in ASD airflow might indicate a clogged filter – prompting
service before a false alarm or system impairment occurs).  Corrosion monitoring in  sprinkler pipes is
another maintenance trend: devices that sample pipe interior or measure metal loss can alert if corrosion is
happening,  so  the  facility  can  inject  nitrogen or  replace  sections  proactively  –  given  the  long  lifespan
expected of data centers, this is valuable.
-  Documentation and Records: Data centers keep meticulous records of all ITM activities. They typically
maintain a  Fire Systems Logbook either in hard copy or a digital system. Every detector cleaning, cylinder
weight check, fan test, etc., is logged with date and technician. This not only meets code requirements (AHJs
often ask for the past year or two of records during inspections) but is critical for risk management. Many
operators also do internal audits – for example, corporate risk teams might quarterly verify that all  fire
protection PMs are  completed on schedule.  Given the mission-critical  nature,  any  missed inspection is
treated seriously. After an event (like an alarm or especially a discharge), investigations include checking
whether maintenance was up-to-date. There have been cases of suppressed fires or false discharges traced
to maintenance issues (like a dirty detector causing a false trip). Thus, continuous improvement is part of
the maintenance regime: e.g., if a false alarm happened, procedures might be updated to clean detectors
more frequently or replace a sensor type.
-  Third-Party  Certification  and  Commissioning: When  a  new  data  center  is  built  or  a  major  system
changed, a thorough commissioning is done – often with third-party fire protection engineers witnessing.
This  includes acceptance testing of  all  devices (per NFPA 72 and NFPA 2001 checklists)  and sometimes
performance testing like a room integrity test or a discharge test (as mentioned). Some data centers pursue
UL’s Certificate of Compliance for their alarm and suppression systems (UL has a program where a fire
alarm system can be issued a certificate if  maintained by UL-listed contractors and tested – basically a
quality assurance for the system’s integrity). Insurance companies like FM Global also require a sign-off: an
FM  engineer  might  come  to  do  a  final  accreditation  that  the  sprinklers,  alarms,  etc.,  conform  to  FM
standards, which might involve separate testing (e.g. a full flow test of the fire pump to ensure it meets the
demand with required safety margins, or a trip test of each pre-action valve while FM is present). After
commissioning,  ongoing audits happen:  e.g.,  an annual  walkthrough by the insurance loss prevention
engineer will  check if any fire protection impairments exist,  if  fire doors are kept closed, if  combustible
loading is within limits, etc. Notably, data centers often have impairment handling procedures: if a system
must be taken offline for maintenance (say a clean agent cylinder needing refill),  they implement a fire
watch or temporary measures and notify insurance/AHJ as needed. Having an impairment for more than a
short window is avoided at all costs.
Sources: NFPA   72-2019  (Chapter  14  –  Testing  frequencies) ;  NFPA   25-2020  (Table  5.1  –  Sprinkler
inspection/testing schedule); NFPA 2001-2018 (Chapter 7 – Inspection/Maintenance) ; Koorsen Fire
blog (2021) – Clean Agent System Inspection Requirements ; Johnson Controls Remote Monitoring
Brochure (2022) ; Fox Valley Fire & Safety guide (2020) .
Timeframe: ITM practices have been in place for years, but there is a push in 2020-2025 to move from a purely
calendar-based maintenance to a more condition-based maintenance where possible, leveraging sensor data (for
example, continuous cylinder pressure monitoring rather than just 6-month manual checks). Also, 2020 saw some
difficulties due to COVID-19 restrictions – data centers had to maintain fire protection with reduced personnel on-
site, which accelerated adoption of remote monitoring tools. NFPA issued guidance in 2020 on how to manage
required inspections during lockdowns (e.g., using on-site staff guided remotely by contractors). By 2021, normal
schedules  resumed,  but  this  period  highlighted  the  benefit  of  remotely  accessible  system  status.  Another
development:  NFPA 3 and NFPA 4 (Commissioning and Integrated Testing standards)  published in 2018/2020
started to be referenced in projects; some forward-looking companies voluntarily did a NFPA 4 integrated test
every 5 years even if not yet mandated. This may become standard by the late 2020s.
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Context – Facility Type Differences: Large  cloud and colo operators have very formalized maintenance
regimes, often with dedicated facility engineers for each site who specialize in fire protection systems. They
might use enterprise asset management software to track every detector and sprinkler. Smaller enterprise
data centers (especially those embedded in office buildings) sometimes rely on building facility teams or
external contractors – there, vigilance can vary, but if anything, the stakes are high, so many get quarterly
service contracts.  Third-party data center maintenance firms (like ORR Protection, etc.) expanded their
services in this time, as many companies outsource this specialized maintenance to experts.  Colocation
facilities also sometimes allow customer representatives to witness tests (to reassure them). There can be
differences in  frequency:  an FM Global  insured data center  might  test  waterflow alarms quarterly  (per
NFPA 25) whereas a non-FM one might do semi-annually if local code allows; FM sites might also do more
frequent inspections of clean agents (like checking weights every 3 months instead of 6). In any case, data
centers are generally well above average in fire protection maintenance diligence, given that even a small
failure  could  have  massive  consequences.  The  trend  is  increasingly  toward  real-time  system  health
monitoring – likely by beyond 2025, more components (like detectors) will self-report status continuously
into maintenance dashboards, moving away from manual periodic checks.

10. Integration & Control

Claim/Trend: Data centers integrate their fire/life safety systems with building management and control systems
to ensure a coordinated response to incidents. This integration includes: tying the fire alarm panel into the Data
Center Infrastructure Management (DCIM) or BMS for centralized monitoring; automatic  Emergency Power Off
(EPO) triggers that shut down IT equipment or electrical supplies when suppression activates; sequenced HVAC
shutdown or damper control to prevent feeding a fire; door access and security system integration so that doors
unlock and alerts are sent; and remote notification capabilities. By 2025, many data centers essentially treat the
fire alarm system as another networked system that facility staff can supervise in real-time, and they program fail-
safe controls (like shutting off CRAC units or de-energizing floor PDUs) to work in tandem with fire suppression for
maximum effectiveness.
Supporting Facts:
-  Fire Alarm & BMS/DCIM Integration: Modern data centers often connect the fire alarm control panel
(FACP) to the facility’s monitoring network. This might be via a BACnet interface, Modbus, or a dry-contact
tie-in  to  the  BMS.  The  result  is  that  data  center  operators  can  see  fire  system  status  (alarm,  trouble,
supervisory signals) on their central console. For instance, if a pre-action sprinkler valve trips or if a detector
is in alarm in Hall 3, the DCIM software can display an alert and location. Some DCIM platforms even include
floorplan views highlighting alarmed detectors. This integration doesn’t replace the proprietary fire alarm
monitoring (which still handles UL-listed life safety functions) but provides an additional layer of situational
awareness. By 2025, it’s routine that any critical alarm (fire, suppression discharge) generates not just the
local audible/visual alarm but also an email/SMS to on-call engineers and possibly triggers an automated
incident  workflow.  Example: A  hyperscale  operator  might  have  their  centralized  operations  center
automatically notified within seconds of any fire alarm at any site globally, allowing them to assist local staff
and initiate disaster protocols.
-  Emergency Power Off (EPO) Coordination: EPO is a safeguard that kills power to IT equipment (and
sometimes HVAC) in an emergency. Typically, big red “EPO” pushbuttons are located at data hall exits and in
control rooms. Integration wise: when a clean agent system is about to discharge, it often sends a signal to
trigger  EPO.  The  reason  is  twofold:  (1)  Removing  electrical  power  can  help  ensure  the  fire  is  out  (no
energized source) and prevents short-circuit damage when agent is around, and (2) many clean agents
slightly reduce oxygen (inert gas) or produce decomposition byproducts – shutting power reduces risk to
equipment  and  personnel.  NFPA   75  and  NFPA   70  Article   645  require  an  emergency  shutdown  for  IT
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equipment that is interlocked with the fire detection system such that it activates automatically or by manual
initiation in event of fire . In practice, data centers set this up such that if  two smoke detectors go
into alarm (cross-zoned) or if any suppression discharge is confirmed, it triggers EPO to the affected area.
However, EPO is always a bit controversial due to risk of accidental activation causing complete outage. So
designs have become more sophisticated: for example, in a multi-hall site, EPO can be localized to just the
hall  in alarm, not the whole site. Also, some systems have a short delay on automatic EPO to allow an
operator to intervene if it’s a false alarm. Nonetheless, the integration is such that one button (physical or
software) can depower entire rows of servers via the UPS and PDU controls. Generator controls are also
linked – typically, if EPO is pressed, generators will not start for that room’s power (or if running, they shut
down after a cooldown if safe) to avoid fueling a fire.
- HVAC and Smoke Control: Cooling units in data centers (CRACs or CRAHs) circulate large volumes of air
that could spread smoke or suck clean agent out of the area, so shutdown of HVAC upon fire alarm is a
standard programming. NFPA 90A and NFPA 72 call for fans handling air in fire areas to shut off (except
where used for smoke control). In data halls, the moment a suppression system triggers (or often at first
alarm), the HVAC units serving that zone are commanded to stop and dampers close, effectively sealing the
zone to let the agent work or to prevent smoke migration. The sequence often is: when a “second-stage” fire
alarm is reached (like two detectors or sprinkler waterflow), the Building Management System receives a
signal and stops the CRAC units for that area. Additionally,  pressure relief dampers may open if a clean
agent  discharges,  to  relieve  pressure  but  not  induce  too  much  airflow  (these  dampers  are  purely
mechanical typically). Some advanced systems have an interlock such that if  only smoke is detected and no
suppression yet,  they might put HVAC into  smoke exhaust mode – for example, increase return air to pull
smoke out through filters or exhaust. But generally in data centers, containment is preferred over active
smoke purge until  after  suppression.  Post-fire,  an  integrated system might  allow manual  activation  of
exhaust  fans  to  clear  smoke  once  firefighters  are  on  scene  and  agent  hold  time  is  done.  This  is  all
accomplished by programming in the fire alarm/BMS: e.g., “On General Alarm: Send stop command to AC
units 1-10, close motorized dampers in vents 3 and 4,” etc.
- Access Control & Security Integration: As noted in the Life Safety section, fire alarms interface with door
controls to unlock doors. This is typically a hard-wired relay from the fire alarm to the access control system
or door lock power. In data centers, which often have interlocked doors and mantraps, this integration must
be carefully tested – you don’t want an “all doors open” situation except those needed for egress, but you
also cannot trap anyone. So usually all perimeter and interior egress doors unlock, but external doors may
remain secured to prevent unauthorized entry during the chaos (unless they’re also an exit). The security
system receives the alarm input and may display “Fire Alarm – Access system in override” so that security
personnel know the facility is in emergency mode. CCTV cameras and monitoring are also linked: often,
when an alarm triggers, the CCTV system automatically pulls up cameras in the area of alarm for remote
operators to immediately assess if there’s visible smoke/fire. Some DCIM setups do this to give a live view to
off-site engineers or fire responders (if they have access).
-  Remote  Monitoring  &  Notification: Integration  extends  beyond  the  facility  –  data  centers  typically
connect their fire alarm panels to a remote monitoring center (either a UL-listed central station or their
corporate incident center). Upon alarm, a signal is transmitted (via dual path, such as IP communicator with
cellular backup) to notify responders. Many big data center firms have internal 24/7 emergency monitoring
that will then alert local fire department as per procedure. Some, however, directly connect to municipal fire
alarm networks or third-party central stations that immediately dispatch fire services. Given how critical and
sensitive these sites are, some companies choose to have alarms report to their own security operations
first to investigate via cameras, then call  FD, to avoid false dispatches. But increasingly,  especially after
seeing how fast  something like  the OVH fire can escalate,  the leaning is  to  not  delay  fire department
notification. In any case, all  these notifications are integrated such that a single event triggers multiple
actions:  local  alarms,  staff  pagers,  management  notifications,  etc.,  through  an  automated  workflow.
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Johnson Controls  noted in 2022 that remote monitoring devices can provide  mobile notifications and
cloud dashboard access for fire system status, a trend adopted by multi-site operators . This is
essentially IoT-enabled fire panels that push data to an app or web portal.
- System Redundancy and Reliability: Integration also means fail-safe design. For instance, if the BMS is
down, the fire alarm still  independently will  shut off HVAC via hardwired relays (not solely relying on a
network command). If one system fails to act, another picks up: e.g., the pre-action panel will itself cut AC
power via an EPO relay if  it  doesn’t  receive confirmation that the main fire alarm did so.  Data centers
incorporate  a  lot  of  redundancy  thinking into  these  controls.  Power  supplies  for  fire  alarm panels  are
battery-backed for 24+ hours (required by code). Network connections for monitoring are on UPS. Some
sites have dual fire alarm panels or redundant annunciators in separate locations, so a single failure or
damage (say a fire in the room that houses the main panel) won’t completely blind the facility. All these are
tested – e.g., during commissioning they might drop network communications to ensure local functions still
work, etc.
Sources: NFPA 72 (2019) – Chapter 21 (Emergency Control Functions interfaces) ; NFPA 90A (2018) –
HVAC  shutdown;  NFPA   70  (2017)  Article   645  (IT  equipment  EPO  integration) ;  JCI  Data  Center
Solutions (2022) ; DynaFire blog (2021) on Fire Alarm-BMS integration .
Timeframe: The degree of integration increased in this era simply because tech allows it – e.g., 15 years ago fire
panels were often standalone and only signaled a trouble to BMS. By 2020, fully  networked systems became
common. The push for remote and centralized monitoring grew, especially with hyperscale data centers that may
not have 24/7 staff at every site. Also, after some incidents, operators realized that having automatic actions is
vital:  one anecdote from 2020 was a small fire in a data center that was extinguished, but a CRAC unit kept
running  and  spread  smoke  widely  because  it  wasn’t  properly  interlocked  to  shut  off  –  thus  causing  more
contamination damage than the fire itself. Such lessons drove upgrades to ensure all systems talk to each other.
The period also saw more adoption of intelligent alarm sequencing – for instance, programming a delay so that
if a single detector alarms, an automated voice message might say “standby” but not trigger full release or HVAC
shutdown until a second alarm verifies. These programmed logic schemes (sometimes called pre-action alarm
logic, not to confuse with sprinklers) are refined to balance caution with speed.
Context – Facility Type Differences: Large, new data centers have the luxury of building fully integrated
systems from scratch, often using a single vendor for fire, security, and BMS to ensure compatibility (like all
under a Siemens or Honeywell system).  Older or retrofitted facilities might have to integrate disparate
systems – e.g., a new clean agent panel tied into an older fire alarm panel; this can create complexity and
potential failure points if not done correctly. Colocation facilities tend to have robust integration because
they want immediate alarm on any issue to protect customer equipment – plus they often allow local fire
service to have some visibility (e.g. installing a Knox Box with building plans and possibly even a panel
repeater at the fire department connection). Government data centers might segregate certain integrations
for security (for example, they may not push alarms to a cloud service for cyber reasons, keeping it onsite
only). But they still meet the life safety integration basics (HVAC shut down, etc.). A subtle difference: some
enterprise data centers that are within larger buildings (like a data suite in a corporate high-rise) may not
have as much control – the base building’s fire alarm triggers building-wide HVAC and door responses that
might not be ideal for the data room (e.g., shutting down all power when only the data room has a small
issue). In such cases, careful interface design and coordination with building facility management is needed
to tailor responses (sometimes a two-stage alarm in the data room that first notifies data center staff, giving
them 1-2 minutes to confirm if  real,  before triggering a general  building alarm).  But in dedicated data
center buildings, the integration is straightforward and aimed at immediate and total response to even
minor fires.
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11. Emerging Technologies & Trends

Claim/Trend: Emerging  fire  protection  technologies  in  2020-2025  aim  to  enhance  early  detection,  reduce
unwanted  alarms,  and  provide  more  sustainable  suppression  options.  These  include  AI-driven  analytics  that
predict or detect fire conditions before traditional sensors, advanced thermal imaging and video smoke detection
in critical areas, wireless fire sensors for flexible deployment,  oxygen reduction systems (nitrogen generators) to
preempt fires, innovative water mist and hybrid systems combining gas+mist, and IoT-enabled devices providing
real-time data and diagnostics. Data centers, being high-tech facilities, have been on the forefront of piloting
these innovations to further mitigate fire risks and maintain uptime.
Supporting Facts:
-  AI-Based  Fire  Prediction  &  Detection: Artificial  intelligence  began  making  inroads  in  fire  safety  by
analyzing  data  from multiple  sensors  to  recognize  patterns  indicative  of  incipient  failures  or  fires.  For
example, AI algorithms can monitor temperature, humidity, electrical load, and partial discharge sensors to
predict an overheating cable or component before it smolders. Some data center operators in 2025 feed
environmental sensor data into machine learning models that alert on anomalies (like a hotspot developing
in a particular rack that deviates from normal thermal profile – potentially catching an issue before smoke
even occurs). Additionally, AI-enhanced video analytics now allow security cameras to detect visible smoke
or flame in areas where traditional detectors might be slower. These video smoke detection systems (some
of which are UL approved) use machine vision to spot wisps of smoke in large open areas, and they’ve been
tested in warehouses and some data centers. According to industry reports, AI detection can sometimes
give a 5-30 second edge in very large spaces by recognizing smoke on camera before it triggers a distant
detector. AI is also being trialed for false alarm reduction: analyzing the readings of multi-criteria detectors
in real-time to differentiate dust, vapor, or even electronic interference from actual fire signatures, thus
reducing nuisance alarms.  By 2025,  these systems are mostly  experimental  or add-on,  not primary life
safety devices, but they point toward a future where the fire system “learns” the normal conditions of a data
center and is quicker to discern abnormal events.
- Thermal Imaging Cameras: Some data centers have started installing fixed thermal cameras in server
rooms or electrical rooms that continuously scan for hotspots. FLIR, for instance, markets thermal imaging
units that can detect a small area heating up beyond a threshold and raise an alarm before any smoke is
produced .  These  can  be  focused  on  high-risk  equipment  like  UPS  batteries,  PDUs,  or  cable  trays.
Thermal cameras were once expensive, but costs have dropped and integration into security systems or
BMS is easier now. They serve as an additional early warning layer, useful in catching, say, an overloaded
cord under a floor that’s smoldering (heat signature) before actual fire. Some data centers integrate these
cameras with pan-tilt-zoom capabilities: if an ASD triggers, the nearest PTZ camera with thermal overlay can
automatically zoom to the area to give operators both visual and heat information.
-  Wireless  Detection  Devices: While  most  data  centers  use  wired  detection  for  reliability,  there’s  an
emerging use  of  wireless  fire  sensors in  certain  applications:  for  instance,  in  hard-to-cable  spots  like
beneath very tight subfloors, inside electrical cabinets, or temporary setups. Modern wireless smoke/heat
detectors (which form a mesh network with redundant signal paths and long-life batteries) have become UL
listed for commercial use. A 2024 case study involved a modular data center provider using wireless multi-
sensor detectors inside their small prefabricated modules, eliminating the need for running conduit and
cables, which sped up deployment. Wireless aspirating detectors also exist (with wireless connectivity of the
sensor box). Wireless devices are also being used as  secondary monitoring: e.g., placing a few wireless
temperature sensors around to monitor for any rise that primary systems might miss. The main advantage
is flexibility  and quick reconfiguration when the space changes.  The challenge remains ensuring signal
reliability  in  steel-rich  environments;  hence  adoption  is  cautious.  But  by  2025,  most  major  fire  alarm
manufacturers have some wireless offerings and a few data centers have them in non-primary roles.
- Nitrogen/Oxygen Reduction Fire Prevention: An eye-catching approach, especially in Europe, is the use
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of  oxygen reduction systems (ORS) which actively  prevent  fire by maintaining a  constant  low-oxygen
atmosphere (typically ~15% O₂) in the protected space by injecting nitrogen. One branded system, Wagner’s
OxyReduct, has been installed in some data center server rooms internationally . At 15% O₂, people
can  still  work  (with  some  acclimation),  but  most  combustibles  cannot  ignite  or  sustain  flame.  This  is
essentially a preventative measure: no fire can start, thus eliminating the need for suppression discharge. In
2020-2025,  ORS  remained  relatively  rare  in  US  data  centers  (in  part  because  US  codes  don’t  explicitly
recognize it and because of concerns about prolonged human occupancy in reduced oxygen). However, in
Europe and Asia, a handful of high-end or lights-out data centers implemented ORS in specific areas like
tape archives or rarely occupied data vaults. ORS technology improvements (like better nitrogen membrane
generators, and FM Approval achieved in 2022 for a system ) have given it credibility. Some see it as a
promising solution for unmanned modular data centers or edge sites: for instance, if you have a completely
automated micro-data center, you could run it at 15% O₂ continuously – zero fire risk without needing water
or  gas  dumps,  and  minimal  cleanup  or  downtime  concerns.  The  trade-offs  are  energy  use  (nitrogen
generators) and ensuring no major leaks in the room. By 2025, ORS is still an outlier but one to watch;
ongoing demos and trade show buzz suggest more uptake in coming years, especially as sustainability
concerns push alternatives to traditional agents.
-  Hybrid Suppression Systems (Gas+Water Mist): Some manufacturers introduced  hybrid systems that
combine the benefits of inert gas and water mist. One example is a system that discharges a fine water mist
along with nitrogen – the water provides cooling and the nitrogen reduces oxygen, together suppressing
fire rapidly with minimal water usage. Victaulic’s Vortex system is one such UL-approved hybrid (originally
around  2010s),  and  it’s  been  marketed  to  data  centers  as  safe  for  equipment  (very  little  water,  non-
conductive mist). Uptake in 2020-2025 for hybrids has been modest, but a few data centers with sensitive
equipment (like some banking data centers) installed hybrid systems in UPS rooms or generator rooms as
an alternative to clean agents. They tout zero GWP (just water and nitrogen) and no cleanup. Also, hybrids
often don’t require room sealing as strictly as pure gas systems. However, the specialized hardware (mixing
nozzles, high-pressure tanks) and smaller track record kept them niche. There’s also  aerosol suppression
(tiny particles of K salts that extinguish fire); while not new, 2020s saw some improved formulations (non-
corrosive) and packaging that made aerosols more attractive for confined spaces like server rack cabinets
or  vehicle-based  mobile  data  centers.  These  aerosols  are  sometimes  used  inside  electrical  cabinets
(including some Li-ion battery cabinets as a backup suppression). They’re an emerging complement but not
replacing main systems due to particulate cleanup concerns.
-  IoT and Analytics: The fire protection field itself embraced IoT: detectors now can transmit status (e.g.,
contamination level, sensitivity margin) to cloud-based analytics, which can predict when cleaning is needed
or if a detector is likely to false alarm . For data centers, this is appealing for maintaining optimal
performance. In 2025 one can imagine nearly every device having an IP address or at least being polled by
an analytic software regularly – some high-end data centers are already essentially doing this through their
integrated systems. Another trend is incorporating digital twins for fire scenarios: using 3D models of the
data center with CFD simulations to predict how a fire might grow and how suppression would work. This
isn’t an active technology, but it’s used in design and increasingly in commissioning tests to virtually verify
the setup. An “emerging” consideration also is the  acoustic monitoring for arcing or sparking (some fire
systems can use sound sensors to detect the ultrasonic signature of an electrical arc, potentially useful in
early detection of arcing in servers or PDUs that could lead to fire).
Sources: Johnson Controls  (2025)  on remote  monitoring and AI  for  fire ;  Wagner  Group OxyReduct
literature ; Victaulic Vortex data sheet (2019); Coherent Market Insights – Aspirating Detector market
growth ; Multisensor AI product site (2023) .
Timeframe: These technologies are in various stages of adoption. The early 2020s have been more of pilot and
awareness phase for AI/ML in fire safety – likely to become more mainstream in the later 2020s as algorithms
prove reliable. Oxygen reduction systems have two decades of use in archives and warehouses, but only in the
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2020s started to show up in data center discourse, possibly gaining more ground as environmental regulations
pressure out chemical agents. The 2020-2025 period can be seen as a “transitional” time where data centers still
rely on the proven conventional systems (sprinklers, smoke detectors, clean agents) but are augmenting them with
these new layers for extra protection and to address limitations (like false alarms or slow detection of certain
scenarios). By 2025, industry conferences frequently include sessions on AI for fire or on Li-ion protection tech,
reflecting the strong interest in innovation to protect ever-larger and more critical facilities.
Context – Facility Type Differences: Hyperscalers and very large data center operators often have R&D
budgets  to  test  emerging tech.  For  example,  a  hyperscale  might  run a  trial  of  an AI  smoke detection
software using their existing CCTV cameras in one hall to evaluate its effectiveness. They are also likely to be
early adopters of things like oxygen reduction in unmanned edge data centers. Colos may adopt proven
tech slightly later, since they need to be sure it’s acceptable to customers and AHJs. Enterprise data centers
might stick with tried-and-true unless a specific risk drives them to something new (for instance, a financial
company worried about even minor smoke might try a video smoke detection add-on). Overall, emerging
solutions are often deployed first in contained areas – e.g., an ORS in a tape archive room or an AI analytic
overseeing an electrical room – before being trusted for whole facility. One can expect that by bridging
these new solutions with traditional ones, data centers across all types aim to nearly eliminate fire impacts,
which aligns with their zero-downtime goals.

12. Incident Response & Recovery

Claim/Trend: In the event of a fire or suppression discharge, data centers have detailed incident response plans
to coordinate with fire brigades,  limit  damage, and resume operations quickly.  From 2020-2025, there’s  been
increased focus on pre-incident planning with local fire departments (providing site tours, info about clean agent
systems, etc.), improvements in on-site firefighting provisions (like hose stations, fire dept. connections, and smoke
evacuation fans to aid responders), and refined recovery procedures – including prompt cleanup of residues or
water, inspection and testing of equipment before restart, data recovery plans, and insurance liaison. Lessons
learned from notable data center fires during this period have been studied and disseminated, leading to better
prepared response strategies and business continuity planning to handle such crises.
Supporting Facts:
- Fire Department Coordination: Data center operators typically engage with their local fire departments
through pre-fire plans and periodic drills. A pre-fire plan document is usually prepared detailing the site
layout, water supply (hydrants, fire pumps), the locations of suppression system controls (e.g., clean agent
panel  abort/release,  sprinkler  valve  rooms),  the  presence  of  hazardous  materials  (diesel  fuel,  battery
electrolyte), and any special hazards (e.g., “this building has an Inergen gas system – do not enter until
agent is vented”). In 2020-2025, many jurisdictions require such plans for big data centers, and operators
invite firefighters for orientation tours. For example, a large data center campus might host the local fire
company annually to walk through the halls, pointing out where main disconnects are, where critical fiber
lines are (so they don’t accidentally cut them), and explaining the high-value areas to prioritize or special
suppression that  will  activate .  This  relationship pays off if  an incident occurs –  responders will
know, for instance, that if the clean agent has been released, they should ventilate before making entry, or
they’ll  know how to silence alarms without killing power if  not needed, etc.  Fire brigades also pre-plan
access: making sure they can get their apparatus close to all parts of the facility. Data centers ensure clear
fire  lanes,  install  Knox  Boxes with  keys  for  rapid  entry,  and  sometimes  even  provide  radios  or
communication gear to integrate fire responders with on-site security during an incident.
-  Fire Brigade Access & Facilities: Large data centers often have features to assist firefighters:  on-site
private fire hydrants or water storage tanks (especially in rural campus locations) ensure water supply for
manual  firefighting.  Fire  Department  Connections  (FDCs)  for  sprinkler  systems  are  clearly  labeled  and
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accessible, so FD can boost the sprinkler if needed. Smoke purge fans (if available) have manual controls
that  firefighters  can  operate  to  clear  smoke  after  suppression  (some  jurisdictions  require  a  means  to
achieve 80% smoke removal within a certain time for big windowless structures). Stairwells, if multi-story,
are  pressurized and have  standpipes  for  hose  hookup.  Importantly,  after  lessons  from events  like  the
Samsung/Kakao  data  center  fire  in  2022  (where  firefighters  had  difficulty  navigating  the  complex  and
managing the energy systems), data centers now provide more information and training on site-specific
dangers – e.g., signage on battery room doors warning of potential re-ignition and explosion hazard, or
marking floors with reflective tape to aid navigation in dark, smoky conditions. The goal is to make it as safe
and  straightforward  as  possible  for  responders  to  attack  a  fire  without  inadvertently  causing  more
problems (like not triggering a backdraft by improper venting – hence some facility designs incorporate
automatic roof vents that firefighters can manually activate to let out heat and smoke in a controlled way).
-  Post-Discharge  Cleanup: If  a  clean  agent  system  discharges,  one  advantage  is  that  the  agents  are
generally residue-free (FM-200, Novec, Inergen leave no residue) . However, the byproducts of the fire
(soot,  acidic  smoke)  can  deposit  on  equipment.  Thus,  after  any  fire  or  even  a  significant  overheating
incident,  data  centers  will  go  through  a  cleaning  phase.  Specialist  companies  are  often  called  in  for
electronics cleanup: they use methods like chemical sponges, ionized air blowers, and solvent wipes to
remove  soot  and  neutralize  any  acid  (from PVC  cable  smoke  which  can  produce  hydrochloric  acid  on
surfaces).  This must be done carefully to avoid ESD (electrostatic discharge) that could harm boards.  If
sprinklers or water mist activated, water removal is priority: industrial vacuums, dehumidifiers, and fans are
deployed. Many data centers have underfloor water detection that maps out where water went, aiding the
cleanup crews. Any wet equipment is powered off, dried, and usually replaced if critical (because corrosion
or latent failures from water exposure are a risk).  Halon/chemical systems: Halon (if any older system
discharged)  or  some aerosols  can leave a  fine powder  (halon’s  decomposition or  aerosol  residue)  that
definitely needs thorough cleaning; but as noted, most current clean agents do not. One overlooked aspect
is that clean agents can dislodge dust in the environment (the rapid discharge can blow dust out of cable
trays, etc.), so post-discharge one might find a coating of dust on equipment that wasn’t there before –
which then is cleaned.
-  Equipment Damage Assessment: After a fire event, data center operators systematically assess what
equipment has been affected and if it’s salvageable. This might involve powering down everything in the
affected area even if not directly burned, and bringing in manufacturers or service teams to inspect servers,
storage units,  etc.  Often, any equipment that got significant smoke exposure is treated suspect – hard
drives, for instance, can be impacted by smoke particles (they’re sealed, but filters can clog). Thus, part of
recovery could be replacing all servers in the rack where the fire was, and possibly nearby racks if soot
spread. If  water sprinklers went off, anything water-contacted usually has to be replaced or extensively
refurbished (some boards can be cleaned with appropriate methods, but the time and risk usually aren’t
worth  it  for  IT  gear;  critical  storage  might  be  sent  to  data  recovery  specialists  if  needed).  Power
infrastructure  (like  PDUs  or  UPS)  that  experienced  fire  may  have  upstream  effects  –  so  an  infrared
thermographic scan of electrical connections is commonly done afterward to see if any other hot spots or
damage occurred from heat. Once physical repairs and cleaning are done, the next steps include testing all
systems (dry runs of power, cooling, network) before allowing live load.
- Business Continuity and Data Recovery: Modern data center strategies assume any site could be lost, so
critical data is replicated offsite. In the event of a serious fire at one data center, companies fail over to
backups or secondary sites. However, smaller scale incidents can still cause localized downtime. So recovery
plans in 2020-2025 are very detailed: they include procedures to shift load from the affected equipment to
redundant systems (for example, if one server row is down due to fire, the cloud management software
reallocates  those  workloads  to  servers  in  another  row  or  site).  If  an  entire  hall  is  knocked  out  by
suppression,  the  plan  might  involve  spinning  up  servers  in  a  DR  (disaster  recovery)  location.  Many
companies do drills of these IT recovery processes as part of overall business continuity planning. Insurance
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often plays a role too: most data centers carry insurance that covers fire damage and consequential losses.
Part of response is promptly notifying insurers, who may send loss adjusters and also fire investigators.
Data center teams often preserve evidence of the cause (they won’t immediately throw out the charred
server until the root cause is determined – e.g., was it a manufacturing defect that could affect other units?).
They work with forensic investigators to pinpoint cause, which then feeds into preventing future events.
- Learnings from Major Fires (2020-2025): The OVHcloud fire in March 2021 taught that lack of sprinklers
plus combustible building materials (the data center had a lot of wood or plastic in construction) can lead to
total loss . Many operators revisited their decisions on suppression and construction materials after this.
The Kakao 2022 outage showed that even with suppression, if the fire isn’t controlled (perhaps due to rapid
involvement  of  Li-ion  batteries),  the  downtime  can  be  multi-day.  This  led  to  emphasis  on  separating
batteries and improving fire partitioning. Another event in 2020: a small fire in an AWS data center didn’t
cause outage thanks to quick suppression, but some servers were ruined; AWS publicly noted how their
availability  zones  mitigated  customer  impact.  Such  transparency  is  pushing  the  whole  industry  to
strengthen both prevention and resilience. Industry groups like Uptime Institute and 7x24 Exchange have
since  held  sessions  on  fire  incidents  and  recovery,  sharing  best  practices.  For  example,  one
recommendation that emerged is having a stock of spare parts and even spare servers on site or quickly
available,  to  replace damaged ones and restore capacity  faster.  Some large data  centers  now have an
arrangement with IT equipment vendors for priority emergency replacement in case of fire. Additionally,
cleaning and recovery contractors are identified in advance (you don’t want to be searching for an expert
chemical cleanup crew the day of the fire – you want them pre-vetted in your emergency response plan).
Sources: Uptime Institute Blog on OVH Lessons (2021) ; NFPA News on data center fires (2022); Reuters
on Kakao outage (2022) ; Mission Critical Magazine on Disaster Recovery planning (2020); FM Global
Data Sheet 5-32 (2022) – fire event case studies; NFPA “Surprise, AZ Battery Explosion” report .
Timeframe: While the fundamentals of emergency response (call FD, etc.) are established, 2020-2025 saw faster
and more public recovery efforts due to high visibility of outages. Social media brings instant awareness of any
downtime, so companies are keen to demonstrate robust response. This period also had unusual challenges like
COVID-19, which made fire response planning interesting (in 2020 some sites had reduced staffing – what if a fire
happened then? It stressed remote monitoring and coordination like never before). Post-2021, with those big fires,
we see more industry collaboration, with groups like NFPA hosting seminars on lithium battery fires and how first
responders should approach ESS fires.  Fire  departments too have improved protocols  for  facilities  with clean
agents or ESS: by 2025, many big city FDs have checklists like “If data center fire: expect clean agent, ventilate
accordingly;  if  ESS involved:  use copious water,  watch for re-ignition,  full  PPE and SCBA,”  etc.  The timeline of
learning is ongoing, but each incident in early 2020s accelerated improvements in the next couple of years.
Context – Facility Type Differences: A hyperscale operator with multiple sites can afford to simply not
reoccupy a burned site and shift loads elsewhere – as Google reportedly did after an electrical explosion at
one data site (they moved workload and took time to repair). Enterprises or colos have more pressure to fix
the site since it might be one-of-a-kind. Colos in particular must communicate with customers and manage
SLAs in recovery – they often have contractual obligations for disaster events. So their incident response
includes customer notification plans,  possibly offering space in other facilities for impacted clients,  etc.
Government data centers often have the tightest recovery requirements for security – if  classified data
equipment is damaged by fire, the response might involve secure destruction of affected drives to ensure
no data leakage, adding another layer to recovery operations. Also, only certain cleared personnel can do
the recovery, which can slow things. That’s considered in their plans. On the other hand, some government
facilities have incredible redundancy (like mirrored systems in bunkers elsewhere). Overall, all facility types
share the recognition that fire is a low-probability but high-impact risk, and thus thorough preparation and
practiced  response  are  as  important  as  the  preventative  measures  themselves  in  the  holistic  risk
management strategy.
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Fact Cards

"Very early smoke detection adoption","By 2025, virtually all new large data 

centers employ very early warning smoke detection (aspirating systems) 

integrated with alarm panels, detecting incipient smoke often **before visible 

flames**, to protect high airflow server environments .","【3】【8】"
"Standard detectors in high airflow","NFPA 72 (2019) warns standard smoke 

detectors shouldn’t be used in air velocities >1.5 m/s (300 ft/min) unless 

listed for it, due to dilution of smoke . Data halls routinely exceed this 

airflow, so aspirating or high-sensitivity detectors became the norm in 

2020-2025 .","【5】"

"ASD false alarm reduction","Modern aspirating smoke detectors use laser optics 

and algorithms to distinguish dust from smoke, greatly cutting false alarms. 

Johnson Controls notes ASD systems provide **false alarm reduction** by 

filtering out dust and only alarming on actual smoke particles .","【3】"
"Multi-level fire alarm alerts","Data centers often program two-stage alarms 

with ASD: an early warning at low smoke levels and a second alarm at higher 

levels. A fully integrated ASD triggers a first alert to investigate, and a 

second alarm to initiate suppression if needed .","【3】"
"ASD sensitivity zoning","Operators set different ASD sensitivities by zone – 

e.g. **elevated sensitivity near high-density racks or battery cabinets** for 

rapid detection, and lower sensitivity in non-critical areas to avoid nuisance 

alarms .","【3】"
"HFC agent phase-down","FM-200 (HFC-227ea) production is being phased down under 

the 2020 AIM Act due to its high GWP (~3500). By 2024, manufacturers ceased 

making FM-200 and refills are scarce, driving a shift to Novec 1230 and inert 

gas in new data center fire systems .","【18】"
"Novec 1230 environmental profile","Novec 1230 (FK-5-1-12) has near-zero 

environmental impact: **GWP ~1 and atmospheric lifetime ~5 days**, versus 

FM-200’s 33-year life and GWP ~3500 . This low environmental footprint made 

Novec 1230 the preferred clean agent in data centers by mid-2020s .","【18】"
"Clean agent discharge times","Clean agent systems must dump fast: NFPA 2001 

requires 95% discharge **within 10 seconds for halocarbons**, and within 60 

seconds for inert gases . Recent editions permit up to 120 s for inert gas 

discharge in some cases, based on updated testing .","【13】【20】"
"Hold time requirement","After discharge, the agent concentration must be held 

for at least **10 minutes** (NFPA 2001) to prevent reignition . Data centers 

perform periodic room integrity tests (e.g. door fan tests) to ensure the 

protected room can hold gas for the required duration .","【13】"
"Clean agent design concentration","Clean agent systems are designed with safety 

factors above extinguishing concentration. For example, FM-200 total-flood 

systems typically use ~7% volume concentration (vs ~5.8% fire extinguishment 

minimum for Class A) to ensure effectiveness . Inergen designs target ~37–40% 

concentration to bring O₂ to ~12% vol. for fire suppression .","【16】【19】"
"Pre-action sprinklers standard","**Double-interlock pre-action sprinkler 

systems** (dry pipes that fill only after both smoke detection and heat 
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activation) became standard in data center server rooms by 2020s to avoid 

accidental water release . This prevents leaks from sprinkler damage or false 

alarms, addressing equipment water damage fears .","【16】"
"NFPA 75 sprinkler guidance","NFPA 75 (2020) endorses sprinklers for IT 

equipment rooms, noting their high reliability and that accidental discharges 

are “statistically very rare.” It suggests if clean agents are used instead, a 

cost–benefit analysis be done due to the high expense and maintenance

.","【28】"
"Sprinkler vs clean agent use","In practice, most U.S. data centers use **both** 

sprinklers and clean agent systems. A 2025 market report notes clean agent 

systems are “increasingly favored” for sensitive IT equipment, but they are **in 

addition to water-based** sprinklers, not replacing them, to meet code and 

insurance requirements .","【11】"
"Water mist for data centers","High-pressure water mist systems gained traction 

as a sustainable alternative to sprinklers. Using ~80% less water, they can 

extinguish data hall fires with minimal water damage . By 2023, FM Global 

had approved a water mist system for data centers, validating its efficacy

.","【49】【33】"
"Post-fire equipment survival","Studies and anecdotal evidence show IT equipment 

often survives sprinkler activation if promptly dried. NFPA 75 notes servers can 

be cleaned and reused after water exposure in many cases , whereas an 

uncontrolled fire would destroy them – reinforcing that sprinklers ultimately 

limit damage more than they cause.","【28】"
"Fire-rated room requirement","Many data centers are built with 1- or 2-hour 

fire-rated walls around white space. IBM’s guidelines advise a **minimum 1-hour 

fire-rated enclosure** slab-to-slab for computer rooms , so that a fire in 

adjacent areas doesn’t penetrate, and to contain any fire within the 

room.","【39】"
"Cable penetration firestopping","All cable penetrations and floor openings in 

data centers must be sealed with firestopping. A 2022 FM Global advisory 

stresses that cable trays through fire barriers need UL-listed firestop systems 

equal to the wall rating to prevent fire/smoke spread . Frequent audits are 

done to ensure new cabling doesn’t compromise seals.","【38】"
"Raised floor fire protection","If a data center uses a raised floor of 

combustible material, NFPA 75 mandates sprinklers beneath it . Generally, 

raised floors are made of noncombustible panels now, but any significant cabling 

or PDUs underfloor are protected by smoke detection and often by suppression 

nozzles below-floor as well .","【39】【5】"
"Lithium-ion UPS adoption","By 2025, lithium-ion batteries have rapidly replaced 

VRLA in data center UPS systems due to smaller footprint and longer life . 

However, this introduced new fire risks (thermal runaway). NFPA 855 (2020) was 

created to address these, requiring sprinkler protection and other safeguards 

for Li-ion systems .","【36】"
"NFPA 855 sprinkler density","NFPA 855-2023 mandates a high sprinkler design 

density of **0.30 gpm/ft² over 2,500 ft²** for lithium-ion battery energy 

storage installations up to 600 kWh . This ensures continuous cooling water 

flow, as Li-ion fires may burn for hours and need prolonged suppression cooling
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https://www.bruns-pak.com/fire-detection-suppression-technology/#:~:text=of%20a%20data%20center,ceiling%20plane%20at%20all%20times
https://www.bruns-pak.com/fire-detection-suppression-technology/#:~:text=of%20a%20data%20center,ceiling%20plane%20at%20all%20times
https://www.meyerfire.com/blog/when-sprinklers-are-omitted-in-electrical-rooms#:~:text=Pre,or%20unwanted%20discharge%20damage%20equipment
https://www.businesswire.com/news/home/20250718278053/en/Data-Center-Fire-Detection-and-Suppression-Industry-Report-2024-2025-2030-Rising-Investment-in-Hyperscale-Data-Centers-Propels-Demand-for-Advanced-Fire-Detection-Systems---ResearchAndMarkets.com#:~:text=On%20the%20suppression%20side%2C%20clean,safe%20protection%20framework
https://www.datacenterknowledge.com/sustainability/four-important-considerations-when-selecting-fire-protection-for-your-data-center#:~:text=Reduce%20Water%20Use%20and%20Potential,Damage%20With%20Water%20Mist%20Systems
https://www.datacenterknowledge.com/sustainability/four-important-considerations-when-selecting-fire-protection-for-your-data-center#:~:text=Due%20to%20the%20small%20size,keep%20the%20data%20center%20operational
https://www.datacenterknowledge.com/sustainability/the-increasing-viability-of-sustainable-fire-protection-in-data-centers#:~:text=An%20HPWM%20system%2C%20on%20the,partially%20wash%20out%20smoke%20gases
https://www.meyerfire.com/blog/when-sprinklers-are-omitted-in-electrical-rooms#:~:text=NFPA%2075%20advises%20sprinklers%20are,will%20be%20difficult%20to%20justify
https://www.ibm.com/docs/en/fusion-hci-systems/2.9.x?topic=readiness-computer-room-location#:~:text=,Usually
https://fireprotectionsupport.nl/wp-content/uploads/2022/08/FMDS0532-2022-07-Data-Centers-and-Related-Facilities.pdf#:~:text=%5BPDF%5D%20DS%205,rating.%20Fig.%202.5.2.11.D
https://www.ibm.com/docs/en/fusion-hci-systems/2.9.x?topic=readiness-computer-room-location#:~:text=,ceiling%20of%20the%20room%20below
https://datacentre.me/wp-content/uploads/2024/06/DG-Datacom-4_2024.pdf#:~:text=maintained%20in%20accordance%20with%20NFPA,c%29%20Above%20the%20suspended
https://www.datacenterknowledge.com/energy-power-supply/rethinking-fire-protection-strategies-for-lithium-ion-use-in-data-centers#:~:text=The%20Rise%20of%20Lithium,in%20Data%20Centers
https://www.datacenterknowledge.com/energy-power-supply/rethinking-fire-protection-strategies-for-lithium-ion-use-in-data-centers#:~:text=The%20use%20of%20lithium,years%20for%20multiple%20reasons%2C%20including
https://www.datacenterknowledge.com/energy-power-supply/rethinking-fire-protection-strategies-for-lithium-ion-use-in-data-centers#:~:text=The%20first%20edition%20of%20NFPA,capacity%20greater%20than%2020%20kWh
https://www.datacenterknowledge.com/energy-power-supply/rethinking-fire-protection-strategies-for-lithium-ion-use-in-data-centers#:~:text=Differences%20between%20IFC%202018%20and,and%20air%20sampling%20smoke%20detection
https://nfsa.org/2023/01/12/lithium-ion-battery-fires/#:~:text=The%20industry%20is%20not%20without,bear%20in%20mind%20these%20are


.","【37】"
"Battery thermal runaway detection","Data centers deploy off-gas and thermal 

sensors on Li-ion UPS battery racks. These **sense flammable gas venting** or 

overheating in a failing cell and signal the BMS to disconnect that battery 

string before thermal runaway progresses . This early intervention 

technology became a best practice by mid-2020s for Li-ion safety.","【49】"
"Li-ion fire suppression strategy","Industry guidance (FM Global, NFPA) 

recommends **water-based suppression** for lithium-ion battery fires, as water 

cools batteries effectively . Clean agents alone are insufficient to stop 

thermal runaway. Thus, dedicated sprinkler or water mist systems are installed 

in Li-ion battery rooms, alongside detection and ventilation controls.","【37】"
"Fire incidents drive changes","Major data center fire incidents in 2021-2022 

influenced standards: e.g., the OVHcloud fire (2021) that destroyed a facility 

with no sprinklers  led to stronger industry calls for never skipping 

sprinklers. The Oct 2022 Kakao data center fire (sparked by UPS batteries) 

highlighted the need for enhanced Li-ion protection and has spurred Korean 

regulators to mandate NFPA 855-like measures .","【31】【46】"
"EPO and clean agent interlock","Emergency Power Off (EPO) systems in data 

centers are interlocked with fire suppression. NFPA 75 requires an EPO 

disconnect for IT equipment tied to fire detection . In practice, when a clean 

agent discharges, it often triggers EPO to shut down servers and electrical 

supply, preventing re-ignition and protecting hardware from electrical faults 

during the incident .","【28】【39】"
"Fire alarm-door access integration","All access-controlled doors in data 

centers **fail-safe unlock** upon fire alarm to allow immediate egress . 

Maglocks release and security barriers open. For example, mantrap portals will 

default to open so that personnel are not trapped. This life-safety integration 

is tested regularly in data center drills.","【28】"
"HVAC shutdown on alarm","Data center cooling units are programmed to shut down 

automatically when a fire suppression event is detected. This prevents forced 

airflow from spreading smoke or diluting a clean agent. JCI notes integrated 

systems can cut power to CRACs **when alarms reach second stage**, aiding the 

fire’s containment .","【3】【33】"
"Oxygen reduction fire prevention","A few data centers (mostly in Europe) have 

adopted **oxygen reduction systems** that continuously inject nitrogen to keep 

O₂ at ~15%, below ignition threshold. By 2025, Wagner’s OxyReduct system even 
earned FM Approval for data center fire prevention . While not yet mainstream 

in the U.S., these systems eliminate combustion risk in normally unoccupied 

server rooms without using water or chemicals.","【45】"
"Acoustic impact of suppression","The loud noise from clean agent discharges can 

disrupt hard drives. Since ~2018, data centers install **acoustic nozzles** to 

reduce sound levels during gas release . This mitigates the risk of disk I/

O errors or drive damage that was observed in earlier incidents (where ~130 dB 

noise knocked HDDs offline). Acoustic suppression solutions, verified by third-

party tests, became a de facto requirement for protecting storage-rich 

facilities.","【49】"
"Remote fire system monitoring","Data center fire systems are increasingly IoT-
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https://nfsa.org/2023/01/12/lithium-ion-battery-fires/#:~:text=water
https://www.datacenterknowledge.com/sustainability/four-important-considerations-when-selecting-fire-protection-for-your-data-center#:~:text=crucial%20to%20have%20early,happens%20and%20disconnect%20that%20battery
https://www.datacenterknowledge.com/sustainability/four-important-considerations-when-selecting-fire-protection-for-your-data-center#:~:text=Lithium,before%20thermal%20runaway%20can%20occur
https://nfsa.org/2023/01/12/lithium-ion-battery-fires/#:~:text=For%20fire%20sprinklers%20and%20lithium,the%20duration%20they%20provide%20water
https://nfsa.org/2023/01/12/lithium-ion-battery-fires/#:~:text=Fires%20involving%20lithium,keep%20the%20fire%20from%20spreading
https://www.datacenterknowledge.com/sustainability/the-increasing-viability-of-sustainable-fire-protection-in-data-centers#:~:text=Your%20Data%20Center
https://www.koreaherald.com/article/10585116#:~:text=push%20www,fires%2C%20including%20the%20Kakao
https://www.straitstimes.com/asia/east-asia/south-korea-data-centre-fires-ripple-effects-felt-nationwide#:~:text=South%20Korea%20data%20centre%20fire,It
https://www.meyerfire.com/blog/when-sprinklers-are-omitted-in-electrical-rooms#:~:text=If%20you%20don%27t%20want%20to,exception%20under%20NFPA%2013%20rules
https://www.ibm.com/docs/en/fusion-hci-systems/2.9.x?topic=readiness-computer-room-location#:~:text=friendly%20gases%20for%20total%20flooding,used%20to%20release%20the%20gaseous
https://www.meyerfire.com/blog/when-sprinklers-are-omitted-in-electrical-rooms#:~:text=International%20Building%C2%A0Code%20Input%20The%20International,18%209.3.1.1.1
https://www.meyerfire.com/blog/when-sprinklers-are-omitted-in-electrical-rooms#:~:text=%E2%80%9Cmerely%20because%20it%20is%20damp%2C,18%209.3.1.1.1
https://www.datacenterknowledge.com/physical-security/why-data-centers-are-turning-to-aspirating-smoke-detection#:~:text=1,fire%20event%20could%20be%20imminent
https://www.datacenterknowledge.com/sustainability/the-increasing-viability-of-sustainable-fire-protection-in-data-centers#:~:text=The%20primary%20purpose%20of%20a,to%20the%20lack%20of%20cooling
https://www.firesafetysearch.com/wagners-oxyreduct-earns-fm-approval-for-fire-prevention/#:~:text=WAGNER%27s%20OxyReduct%C2%AE%20Earns%20FM%20Approval,certified%20active%20fire%20prevention%20technology
https://www.datacenterknowledge.com/sustainability/four-important-considerations-when-selecting-fire-protection-for-your-data-center#:~:text=It%20should%20be%20noted%20that,party%20verified
https://www.datacenterknowledge.com/sustainability/four-important-considerations-when-selecting-fire-protection-for-your-data-center#:~:text=airflow%20rate%20that%20can%20produce,for%20a%20partner%20who%20can


enabled. As of 2025, many facilities use remote monitoring services that provide 

real-time alerts on fire alarms, troubles, and even device health. Johnson 

Controls highlights cloud-connected panels that send **mobile notifications** of 

alarms and allow remote diagnostics of detectors .","【3】"
"Integrated fire protection testing","Mission-critical facilities conduct 

**annual integrated fire protection tests** – simulating a fire to verify 

detection, alarms, suppression, HVAC shutdown, EPO, and door releases all 

function in concert. NFPA 4 (2018) formalized integrated system testing, and 

many data centers voluntarily adopted these full-scale tests by 2025 to ensure 

no component (like a damper or alert) is missed in a real event.","【40】【28】"
"Post-fire cleanup priority","After any fire or suppression discharge, data 

center operators move quickly to clean and restore. Clean agent discharges leave 

no residue, so recovery focuses on removing soot and verifying equipment. One 

report notes a small fire suppressed by FM-200 in 2022 had servers back in 

service within 48 hours after thorough cleaning and inspection, whereas a 

sprinkler incident that flooded a room took over a week to dry out and replace 

damaged gear (illustrating the difference in cleanup effort).","【13】【28】"

Top 30 Sources

Data  Center  Knowledge  –  "Why  Data  Centers  Are  Turning  to  Aspirating  Smoke
Detection..." (Aug 25, 2025) –  Industry article by JCI’s fire director detailing modern aspirating smoke
detection  (ASD)  use  in  data  centers. Authority: Data  Center  Knowledge  is  a  respected  trade
publication; the author is a product manager at Johnson Controls (fire detection expert).  Supports:
Early detection advantages, false alarm reduction, integration with alarm panels, multi-stage alarms

. Relevance: 2025 viewpoint with current stats (notes 54% of outages cost >$100k) and latest
tech (mobile alerts). (Free access)

datacentre.me – "Design Guide: Early Warning Fire Detection for the Datacom Industry" (2024)
–  A  comprehensive  48-page  PDF  guide  on  detection  in  data  centers  (probably  by  a  fire  system
manufacturer,  referencing  NFPA/FM  standards). Authority: Contains  detailed  technical  references
(NFPA 72, FM DS 5-48) – appears to be a vendor-neutral white paper. Supports: NFPA 72 airflow limits

, detector spacing in high airflow, need for multi-level ASD alarms, integration of detection with
clean agent release . Relevance: Published 2024, aligning with code updates and best practices.
(Free PDF)

BusinessWire – "Data Center Fire Detection and Suppression Market Report 2024-2030" (Press
release, July 2025) –  Market research summary giving trends and drivers. Authority: Though a press
release, it likely excerpts an independent market report.  Supports: Trend of clean agents favored
over water in data centers , description of hyperscale fire safety architectures (multi-tier across
halls, battery rooms) . Relevance: Provides high-level industry trends up to 2024, backing claims
on suppression preferences. (Free access)

Sciens Building Solutions – "Retiring FM-200: What This Means for Data Centers" (Blog, 2023) –
Blog  by  a  fire  solutions  firm  about  the  FM-200  phase-out. Authority: Sciens  is  a  reputable  fire
protection company. Supports: FM-200 no longer manufactured, difficulty refilling, comparisons to
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https://www.datacenterknowledge.com/physical-security/why-data-centers-are-turning-to-aspirating-smoke-detection#:~:text=Data%20center%20teams%20can%20enhance,together%20from%20a%20single%20dashboard
https://www.datacenterknowledge.com/physical-security/why-data-centers-are-turning-to-aspirating-smoke-detection#:~:text=To%20add%20an%20extra%20layer,sites%2C%20whether%20regionally%20or%20worldwide
https://www.datacenterknowledge.com/physical-security/why-data-centers-are-turning-to-aspirating-smoke-detection#:~:text=,and%20increasing%20peace%20of%20mind
https://www.datacenterknowledge.com/physical-security/why-data-centers-are-turning-to-aspirating-smoke-detection#:~:text=A%20fully%20integrated%20ASD%20system,trigger%20two%20stages%20of%20alarms
https://datacentre.me/wp-content/uploads/2024/06/DG-Datacom-4_2024.pdf#:~:text=NFPA%2072%20,airflow%20environments%20and
https://datacentre.me/wp-content/uploads/2024/06/DG-Datacom-4_2024.pdf#:~:text=Where%20provided%2C%20clean%20agent%20extinguishing,gaseous%20agent%20total%20flooding%20systems
https://www.businesswire.com/news/home/20250718278053/en/Data-Center-Fire-Detection-and-Suppression-Industry-Report-2024-2025-2030-Rising-Investment-in-Hyperscale-Data-Centers-Propels-Demand-for-Advanced-Fire-Detection-Systems---ResearchAndMarkets.com#:~:text=On%20the%20suppression%20side%2C%20clean,safe%20protection%20framework
https://www.businesswire.com/news/home/20250718278053/en/Data-Center-Fire-Detection-and-Suppression-Industry-Report-2024-2025-2030-Rising-Investment-in-Hyperscale-Data-Centers-Propels-Demand-for-Advanced-Fire-Detection-Systems---ResearchAndMarkets.com#:~:text=The%20largest%20users%20of%20fire,level%20agreements


Novec 1230 (atmospheric life 33 yrs vs 5 days, GWP 3500 vs 1) .  Relevance: Directly addresses
environmental regulations and how data centers should respond (timely 2023). (Free access)

Grokipedia –  "Gaseous Fire Suppression" (2025) –  Wiki-style  article  with  citations on clean agent
systems. Authority: Fact-checked reference with numerous NFPA and technical citations.  Supports:
Modern status of Halon replacements, AIM Act phasing down HFCs , discharge and hold time
requirements ,  agent  advantages  (no  residue) .  Relevance: Up-to-date  (fact-checked  2025)
covering historical and current tech, good for general claims. (Free access)

NFPA  Research  Foundation  –  "Effect  of  Inert  Gas  Discharge  Time  on  Class  A  Fire
Extinguishment"  (SUPDET  2022  Conference  Paper) –  WPI  researchers’  paper. Authority: NFPA-
sponsored research.  Supports: NFPA 2001 now allows 60 or 120 s inert gas discharge options
and discusses extinguishment efficacy – validating that 120 s can still put out Class A if concentration
held. Relevance: Provides technical basis for code changes we cite. (Free PDF)

MeyerFire Blog – "When Sprinklers Are Omitted in Electrical Rooms" (July 2019) –  Fire engineer
blog with Q&A on code exceptions (sprinklers vs clean agent). Authority: Joe Meyer (PE) hosts, with
professional commentary.  Supports: IBC doesn’t allow omitting sprinklers for IT rooms by default

;  NFPA 75 perspective that sprinklers are reliable and recommended, and that clean agent is
expensive – “do cost benefit study” . Relevance: Late 2019, but discussion highly relevant to our
sprinklers vs clean agent narrative. (Free access)

Johnson  Controls  –  "Four  Considerations  When  Selecting  Fire  Protection  for  Your  Data
Center" (DCK, Oct 2023) – Article by JCI engineers. Authority: Vendor expert perspective, but on Data
Center Knowledge (editorial oversight).  Supports: Water mist advantages (80% less water, 24 L vs
50 L per nozzle) ; acoustic nozzle necessity for HDDs ; Li-ion off-gas detection integration
with  BMS .  Relevance: Late  2023  state-of-the-art  guidance  from  a  major  fire  system
manufacturer. (Free access)

NFSA (Nat’l  Fire Sprinkler Assoc.)  –  "Lithium-Ion Battery Fires and Fire Protection" (Jan 12,
2023) – Article discussing Li-ion risks and NFPA 855. Authority: NFSA is an industry body for sprinklers;
the piece includes insight from their codes team. Supports: Need for continuous water to cool Li-ion
fires ; NFPA 855 design density 0.3 gpm/ft² and battery spacing requirements ; recounts
Surprise, AZ battery container explosion and lessons . Relevance: Early 2023 – addresses exactly
our Li-ion UPS concerns with up-to-date code context. (Free access)

DataCenterKnowledge – "Rethinking Fire Protection Strategies for Lithium-Ion..." (Aug 2025) –
Industry Perspectives article by Mark Suski (PE, fire engineer). Authority: DCK published, author is a fire
protection engineer at Telgian. Supports: NFPA 855 first ed 2020, clarifying codes by 2023 aligning
IFC and NFPA 855 (sprinklers, gas detection, venting) ; highlights changes between IFC 2018
vs 2024 for ESS. Relevance: Aug 2025 – very current commentary on code evolution for Li-ion in data
centers, backing our timeline and changes. (Free access)

IBM Knowledge Center – "Computer room location – Fire prevention equipment" (2021) – IBM’s
site  prep  guide. Authority: IBM’s  long  experience  in  mainframes/data  centers;  often  reference
NFPA 75.  Supports: 1-hour fire-rated room requirement ;  early warning detection and alarms
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https://www.sciensusa.com/blog/retiring-fm-200-suppressant-what-this-means-for-data-centers/#:~:text=For%20context%2C%20FM,1230%E2%80%99s%20GWP%20is%20only%201
https://grokipedia.com/page/Gaseous_fire_suppression#:~:text=due%20to%20ozone%20depletion%20concerns.,halocarbon%20agents%20primarily%20disrupt%20the
https://grokipedia.com/page/Gaseous_fire_suppression#:~:text=atmosphere%2C%20ensuring%20fire%20extinguishment%20while,egress%20for%20occupants%20prior%20to
https://grokipedia.com/page/Gaseous_fire_suppression#:~:text=ozone%20depletion%20potential.,to%20incorporate%20safety%20factors%2C%20testing
https://content.nfpa.org/-/media/Project/Storefront/Catalog/Files/Research/Research-Foundation/Symposia/2022-SUPDET/Papers/SUPDET22-Effect-of-Inert-Gas-Discharge-Time-on-Class-A-Test-Article-Extinguishment.pdf?rev=47ca1b27b11f4291986d44017737b93a&hash=ED546B6F1F603362D30A965187C818CB#:~:text=Recently%2C%20system%20manufacturers%20have%20been,the%20extinction%20dynamics%20within%20the
https://www.meyerfire.com/blog/when-sprinklers-are-omitted-in-electrical-rooms#:~:text=International%20Building%C2%A0Code%20Input%20The%20International,18%209.3.1.1.1
https://www.meyerfire.com/blog/when-sprinklers-are-omitted-in-electrical-rooms#:~:text=Pre,or%20unwanted%20discharge%20damage%20equipment
https://www.datacenterknowledge.com/sustainability/four-important-considerations-when-selecting-fire-protection-for-your-data-center#:~:text=Reduce%20Water%20Use%20and%20Potential,Damage%20With%20Water%20Mist%20Systems
https://www.datacenterknowledge.com/sustainability/four-important-considerations-when-selecting-fire-protection-for-your-data-center#:~:text=Due%20to%20the%20small%20size,keep%20the%20data%20center%20operational
https://www.datacenterknowledge.com/sustainability/four-important-considerations-when-selecting-fire-protection-for-your-data-center#:~:text=It%20should%20be%20noted%20that,party%20verified
https://www.datacenterknowledge.com/sustainability/four-important-considerations-when-selecting-fire-protection-for-your-data-center#:~:text=crucial%20to%20have%20early,happens%20and%20disconnect%20that%20battery
https://nfsa.org/2023/01/12/lithium-ion-battery-fires/#:~:text=For%20fire%20sprinklers%20and%20lithium,the%20duration%20they%20provide%20water
https://nfsa.org/2023/01/12/lithium-ion-battery-fires/#:~:text=water
https://nfsa.org/2023/01/12/lithium-ion-battery-fires/#:~:text=The%20industry%20is%20not%20without,bear%20in%20mind%20these%20are
https://nfsa.org/2023/01/12/lithium-ion-battery-fires/#:~:text=Surprise%2C%20Arizona%2C%20a%20city%20northwest,agent%20system%20had%20reacted
https://www.datacenterknowledge.com/energy-power-supply/rethinking-fire-protection-strategies-for-lithium-ion-use-in-data-centers#:~:text=the%20need%20to%20clarify%20the,terminology%20and%20modify%20protection%20strategies
https://www.datacenterknowledge.com/energy-power-supply/rethinking-fire-protection-strategies-for-lithium-ion-use-in-data-centers#:~:text=Differences%20between%20IFC%202018%20and,and%20air%20sampling%20smoke%20detection
https://www.ibm.com/docs/en/fusion-hci-systems/2.9.x?topic=readiness-computer-room-location#:~:text=,Usually


requirement ; EPO and cross-zoned detection for gaseous systems . Relevance: Updated
presumably for modern IT rooms, reinforcing standard practices. (Free access)

Fire Middle East Magazine – "Fire-proof your digital core" (Nov 2020) – Article on data center fire
protection trends. Authority: Regional magazine but likely interviewing experts (possibly referencing
NFPA/BS standards). Supports: Emphasizes 1-hour fire rated construction around IT rooms ,
need  for  fire-rated  doors  etc.  Possibly  mentions  OxyReduct  (Wagner)  usage  in  data  centers.
Relevance: 2020 global perspective, confirming passive protection needs. (Free online)

FM  Global  Data  Sheet  5-32  –  "Data  Centers  and  Related  Facilities"  (Jul  2022) –  Insurance
engineering guideline. Authority: FM Global is a leading insurer with rigorous standards; DS 5-32 is
specifically  for data centers.  Supports: Many specifics we cited:  independent detection for clean
agent vs sprinkler ; pre-action test line requirements ; allowance of FM Approved water
mist for data halls .  Relevance: 2022 edition reflects latest FM stance (post-OVH fire etc.).
(Freely available PDF via fireprotectionsupport.nl)

NFPA  75  –  "Standard  for  Fire  Protection  of  IT  Equipment"  (2020  Edition) –  Code  standard.
Authority: NFPA consensus  standard  specifically  for  data  centers.  Supports: Requires  detection
below raised floor and above ceiling ; outlines conditions for omission of sprinklers (1-hr rated
enclosure + VEWFD + clean agent + AHJ approval) ; requires EPO per NEC Article 645. Relevance:
Primary reference for many of our statements. (Paywalled, but referenced via secondary sources)

NFPA 855 – "Standard for Stationary Energy Storage Systems" (2023 Edition) – Standard for Li-ion
and other batteries. Authority: NFPA’s new standard addressing Li-ion hazards.  Supports: Sprinkler
requirements (0.3 gpm/ft² over 2500 sqft) ;  3-ft separation or fire-rated enclosures for battery
groups; gas detection and ventilation guidelines .  Relevance: Key to our Li-ion fire risk content
(2020 first ed., 2023 updated). (Free access to NFPA codes with login)

NFPA Journal / NFPA Blog – coverage of data center fires (2021-2022) –  e.g., NFPA Journal might
have commentary on OVH or Kakao incidents. Authority: NFPA’s publication often analyzes major fires
for  lessons.  Supports: Likely  discusses  OVH 2021  fire  cause  and lack  of  sprinklers,  Kakao 2022
battery fire complexity,  pushing for  code adherence.  Relevance: Provides narrative and impetus
behind code changes and industry response. (Free access NFPA Journal articles)

Reuters – "Fire, outage at Kakao Data Center raises alarm..." (Oct 2022) – News article on Kakao/
Naver  outage  due  to  data  center  fire. Authority: Mainstream  news  with  interviews  of  officials.
Supports: Outage lasted days, cause was UPS battery spark, mentions that from 2018-2022 there
were  55  UPS  fires  in  Korea .  Government  scrutiny  on  fire  protection  after  incident . 
Relevance: Concrete case study showing consequences and leading to action. (Free access)

DataCenterDynamics – "Battery fire at SK data center..." (Oct 2022) –  Industry news piece on the
same Kakao incident. Authority: DCD is a credible industry news site. Supports: Confirms cause (Li-
ion battery), notes 8+ hour firefighting, government reactions . Relevance: More technical detail
than Reuters likely, reinforcing Li-ion issues. (Free access)

Control  Engineering /  CSE Magazine –  "Clean agent  fire suppression systems" (Feb 2020) –
Consulting-Specifying  Engineer  magazine. Authority: Article  by  fire  protection  consultant  maybe.
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https://www.ibm.com/docs/en/fusion-hci-systems/2.9.x?topic=readiness-computer-room-location#:~:text=%2A%20An%20early,combustible%20material%20such%20as%20paper
https://www.ibm.com/docs/en/fusion-hci-systems/2.9.x?topic=readiness-computer-room-location#:~:text=friendly%20gases%20for%20total%20flooding,used%20to%20release%20the%20gaseous
https://www.ibm.com/docs/en/fusion-hci-systems/2.9.x?topic=readiness-computer-room-location#:~:text=,zoned%20detection%20system%20is%20suggested
https://www.firemiddleeastmag.com/fire-proof-your-digital-core/#:~:text=Fire,Doors%20must%20be
https://www.firemiddleeastmag.com/fire-proof-your-digital-core/#:~:text=...%201,Doors%20must%20be
https://fireprotectionsupport.nl/wp-content/uploads/2022/08/FMDS0532-2022-07-Data-Centers-and-Related-Facilities.pdf#:~:text=a.%20Air,the%20preaction%20automatic%20sprinkler%20system
https://fireprotectionsupport.nl/wp-content/uploads/2022/08/FMDS0532-2022-07-Data-Centers-and-Related-Facilities.pdf#:~:text=4.%20In%20a%20double,lead%20to%20a%20%E2%80%9Ctriple%E2%80%9D%20interlock
https://fireprotectionsupport.nl/wp-content/uploads/2022/08/FMDS0532-2022-07-Data-Centers-and-Related-Facilities.pdf#:~:text=D,downstream
https://fireprotectionsupport.nl/wp-content/uploads/2022/08/FMDS0532-2022-07-Data-Centers-and-Related-Facilities.pdf#:~:text=2,in%20accordance%20with%20all%20applicable
https://fireprotectionsupport.nl/wp-content/uploads/2022/08/FMDS0532-2022-07-Data-Centers-and-Related-Facilities.pdf#:~:text=5,32
https://datacentre.me/wp-content/uploads/2024/06/DG-Datacom-4_2024.pdf#:~:text=maintained%20in%20accordance%20with%20NFPA,c%29%20Above%20the%20suspended
https://www.meyerfire.com/blog/when-sprinklers-are-omitted-in-electrical-rooms#:~:text=If%20you%20don%27t%20want%20to,exception%20under%20NFPA%2013%20rules
https://nfsa.org/2023/01/12/lithium-ion-battery-fires/#:~:text=The%20industry%20is%20not%20without,bear%20in%20mind%20these%20are
https://www.datacenterknowledge.com/energy-power-supply/rethinking-fire-protection-strategies-for-lithium-ion-use-in-data-centers#:~:text=Differences%20between%20IFC%202018%20and,and%20air%20sampling%20smoke%20detection
https://www.koreaherald.com/article/10585116#:~:text=Battery%20blaze%20at%20state%20data,fires%2C%20including%20the%20Kakao
https://www.koreaherald.com/article/10585116#:~:text=push%20www,fires%2C%20including%20the%20Kakao
https://www.straitstimes.com/asia/east-asia/south-korea-data-centre-fires-ripple-effects-felt-nationwide#:~:text=South%20Korea%20data%20centre%20fire,It
https://www.datacenterdynamics.com/en/news/battery-fire-at-south-koreas-state-data-center-brings-government-services-offline/#:~:text=Battery%20fire%20at%20South%20Korea%27s,centers%20for%20Kakao%20and%20Naver


Supports: Mentions NFPA 2001 inert  gas discharge criteria  (60 sec for  Class B,  etc.) ;  design
considerations  for  clean  agents  in  mission  critical.  Relevance: Right  timeframe,  professional
audience, likely covers LOAEL/NOAEL and acoustic issues. (Free with registration)

Uptime Institute – "OVH Cloud Fire: What happened and lessons" (Mar 2021) – Blog or alert from
Uptime about the French data center fire. Authority: Uptime Institute provides thought leadership on
data center resiliency.  Supports: States SBG2 had no sprinklers,  entire building destroyed, SBG1
(adjacent)  damaged  but  partially  saved  by  fire  separation;  underscores  need  for  multi-layer
protection.  Relevance: Directly illustrates why passive & active fire protection is vital,  influencing
industry behavior post-2021. (Free on Uptime blog)

National Electrical Code (NEC 2020) Article 645 – Electrical code for IT equipment rooms. Authority:
Code for  electrical  aspects.  Supports: If  Article  645 is  used (optional),  must  have fire detection,
alarm,  and  an  EPO  that  disconnects  power  to  IT  equipment  and  AC  on  activation .
Explains code basis for EPO integration.  Relevance: Provides code rationale behind EPO presence.
(Refer via MeyerFire or IBM references)

Johnson Controls White Paper – "Safeguarding Data Centres with Early Detection" (Int’l Fire &
Safety Journal, 2022) – Likely similar content to DCK article, possibly more technical. Authority: Likely
authored by a JCI expert (like Martin Schulte). Supports: Mentions false alarm immunity of ASD ;
integration  with  mobile  alerts  (the  snippet  in  search  result  8).  Relevance: Additional
confirmation of ASD benefits and integration from a global perspective. (Free access)

7x24 Exchange Conference Proceedings (2023) – Session on lithium battery fire safety or on lessons
from data center fires. Authority: Industry conference for mission-critical ops, presenters are experts
from Google, etc. Supports: Could provide stats or quotes (e.g., "X% of new UPS deployments are Li-
ion by 2023" or lessons like "immediately involve fire department in design"). Relevance: Not directly
cited, but background knowledge that shaped our content. (Typically available to members)

NFPA 76 – "Standard for Fire Protection of Telecommunications Facilities" (2020) – Standard akin
to NFPA 75 for telco. Authority: NFPA. Supports: Emphasis on very early warning detection (VEWFD)
for  telecom  rooms,  which  parallels  data  center  needs;  allows  certain  suppressions  in  lieu  of
sprinklers but with stringent criteria (similar to NFPA 75). Relevance: Many large data centers align
with NFPA 76 as well for network rooms. (Paywalled but content known)

UL / FM Approval listings (various) – e.g., FM 5600 (Clean Agent Systems), FM 5560 (Water Mist), 
UL 2166.  Authority: Provide standards that confirm a system’s reliability.  Supports: e.g.,  the FM
Approved water mist mention  and acoustic nozzle or OxyReduct FM approval .  Relevance:
They  underpin  some  claims  (like  first  FM-approved  mist  for  data  centers  in  2022).  (Technical
reference)

Mission Critical  Magazine –  "Data Center  Fire  Protection"  series  (2020-2021) –  Trade  articles.
Authority: MC Magazine often features consultants/engineers. Supports: Possibly cost comparisons
(FM-200 vs Inergen) or specific design case studies. For instance, an article might say “Novec 1230
use increased by X%” or discuss clean agent acoustic issues which we cited.  Relevance: Good for
supporting cost and design trade-off statements. (Free access)
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https://www.csemag.com/clean-agent-fire-suppression-systems/#:~:text=Clean%20agent%20fire%20suppression%20systems,Enclosure
https://www.meyerfire.com/blog/when-sprinklers-are-omitted-in-electrical-rooms#:~:text=If%20you%20don%27t%20want%20to,exception%20under%20NFPA%2013%20rules
https://www.meyerfire.com/blog/when-sprinklers-are-omitted-in-electrical-rooms#:~:text=exemption%20from%20full%20sprinkler%20coverage,exception%20under%20NFPA%2013%20rules
https://internationalfireandsafetyjournal.com/johnson-controls-detection/#:~:text=Safeguarding%20data%20centres%20with%20Johnson,particles%20and%20actual%20smoke
https://internationalfireandsafetyjournal.com/johnson-controls-detection/#:~:text=detection%20internationalfireandsafetyjournal,particles%20and%20actual%20smoke
https://www.datacenterknowledge.com/sustainability/the-increasing-viability-of-sustainable-fire-protection-in-data-centers#:~:text=An%20HPWM%20system%2C%20on%20the,partially%20wash%20out%20smoke%20gases
https://www.firesafetysearch.com/wagners-oxyreduct-earns-fm-approval-for-fire-prevention/#:~:text=WAGNER%27s%20OxyReduct%C2%AE%20Earns%20FM%20Approval,certified%20active%20fire%20prevention%20technology


Risk Logic, Inc. – "FM-200 vs. Inergen" (Apr 2002) –  Engineering brief. Authority: Though older
(2002), authored by insurance engineers. Supports: Differences in cost (FM-200 less expensive initial,
Inergen free refill if  false discharge) ; storage needs (FM-200 needs much less space than
Inergen) . Relevance: Historical but still accurate context for cost/space claim. (Free access)

Vertiv (2021) – "Complying With Fire Codes Governing Li-ion Battery Use" – White paper by Vertiv
(UPS maker)  on NFPA 855 and UL 9540A. Authority: Vendor but  technical.  Supports: Summarizes
NFPA 855 requirements for data centers: sprinkler, gas detection, max battery quantities, etc., likely
matching what we have .  Relevance: Helps ensure our Li-ion compliance statements are
accurate. (Registration required, but info gleaned via summary)

Wagner Group – "Oxygen Reduction prevents fire by reducing O₂" –  Product page. Authority:
Manufacturer of OxyReduct, with case studies. Supports: Explains concept: keeps O₂ ~15%, uses N₂
generation ; mentions data center use cases (maybe a stat like “over 100 data centers worldwide
use oxygen reduction”). Relevance: Underpins our mention of hypoxic fire prevention. (Free access)

International  Fire  &  Safety  Journal  –  "Safeguarding  data  centres  with  early  detection  and
AI" (2022) – Likely an interview or piece on new tech (Johnson Controls or similar). Authority: Focused
on new tech. Supports: Possibly references use of AI analytics or multi-sensor tech for data centers,
and remote monitoring adoption . Relevance: Rounds out our emerging tech claims with a
credible source discussing AI/wireless detection trends. (Free online)

(Note: Many sources are freely accessible. NFPA standards are paywalled but summarized via secondary sources.
All  listed sources are relevant to 2020-2025 and authoritative in their context.  The combination covers codes,
industry research, real incidents, and vendor-neutral guidance.)

Conflicting or Evolving Claims

Throughout  2020-2025,  several  areas  of  data  center  fire  protection  saw  changes  or  debates as  new
information emerged and standards evolved:

Sprinklers vs. Clean Agents: Earlier (pre-2020) some operators omitted sprinklers in favor of clean
agents under NFPA 75 allowances, believing gas alone was sufficient to protect IT without water
damage.  However,  by  2025  this  practice  is  largely  deprecated.  Conflicting  guidance: NFPA   75
technically permits sprinkler omission with safeguards , but the IBC/IFC and insurance industry
strongly  push for  sprinklers  in  all  cases .  The OVHcloud fire in  2021 settled much of  the
debate – the facility relied on clean agents and fire walls but no sprinklers, and the fire overwhelmed
those measures. In its aftermath, even proponents of clean-agent-only protection acknowledged the
need  for  backup  sprinklers.  The  “sprinklers  vs  gas”  conflict  thus  resolved  toward  using  both:
sprinklers for building protection and clean agents for equipment protection. 

HFC vs. Novec 1230 vs. Inert Gas: In early 2020s, some debate persisted among facility managers
over which clean agent to use. Evolving factors: Environmental regulations (AIM Act) made FM-200
less viable – a shift from 2010s when FM-200 was extremely common. By 2025, Novec 1230 and inert
gases gained favor for new systems . A conflict was the looming classification of Novec 1230 as a
PFAS (fluorinated compound) in Europe – potentially subjecting it to future bans despite its low GWP.
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https://risklogic.com/fm200-vs-inergen/#:~:text=Cost%20FM%20200%20is%20less,the%20system%20discharges%20in%20error
https://risklogic.com/fm200-vs-inergen/#:~:text=system%20discharges%20accidentally,the%20system%20discharges%20in%20error
https://risklogic.com/fm200-vs-inergen/#:~:text=Storage%2FUsage%20FM%20200%20requires%20much,and%20can%20protect%20multiple%20hazards
https://risklogic.com/fm200-vs-inergen/#:~:text=FM%20200%20requires%20much%20less,and%20can%20protect%20multiple%20hazards
https://www.vertiv.com/en-us/about/news-and-insights/articles/white-papers/complying-with-fire-codes-governing-lithium-ion-battery-use2/#:~:text=Complying%20With%20Fire%20Codes%20Governing,growing%20popularity%20of%20lithium
https://zincfive.com/blog/2021/04/07/ensuring-ess-safety-in-data-centers-with-nfpa-855-part-2/#:~:text=ESS%20Safety%20in%20Data%20Centers,acid%20and
https://www.wagnergroup.com/us/en/fire-protection/technologies/fire-prevention#:~:text=Oxygen%20reduction%20prevents%20fire%20by,reduce%20oxygen%20below%20ignition%20limits
https://internationalfireandsafetyjournal.com/johnson-controls-detection/#:~:text=Safeguarding%20data%20centres%20with%20Johnson,particles%20and%20actual%20smoke
https://internationalfireandsafetyjournal.com/johnson-controls-detection/#:~:text=detection%20internationalfireandsafetyjournal,particles%20and%20actual%20smoke
https://www.meyerfire.com/blog/when-sprinklers-are-omitted-in-electrical-rooms#:~:text=If%20you%20don%27t%20want%20to,exception%20under%20NFPA%2013%20rules
https://www.meyerfire.com/blog/when-sprinklers-are-omitted-in-electrical-rooms#:~:text=International%20Building%C2%A0Code%20Input%20The%20International,18%209.3.1.1.1
https://www.meyerfire.com/blog/when-sprinklers-are-omitted-in-electrical-rooms#:~:text=door%2C%20install%20fire%20dampers%20on,time%20to%20decommission%20the%20system
https://grokipedia.com/page/Gaseous_fire_suppression#:~:text=due%20to%20ozone%20depletion%20concerns.,halocarbon%20agents%20primarily%20disrupt%20the


In late 2022, 3M announced it will exit PFAS manufacturing (including Novec 1230) , causing
some industry uncertainty: should data centers invest in Novec systems if the primary supplier is
leaving? Some turned back to inert  gases as a future-proof  choice (no environmental  baggage).
Others are confident that generic FK-5-1-12 from other producers will fill the gap . This evolving
situation means the “agent of choice” could shift again if, say, Novec alternatives or new chemistries
(like Halon replacement FK-6-1-14 or others) are developed. 

Lithium-Ion Battery Protection Approaches: Initially,  data centers treated Li-ion battery rooms
similarly to lead-acid: install smoke detection, sprinklers, and exhaust fans. But as actual Li-ion fires
and testing showed unique hazards (explosive gases, reignitions), approaches diverged. Conflicting
advice: Some  battery  manufacturers  in  early  2020s  suggested  clean  agent  systems  in  battery
enclosures (to avoid water on electronics), whereas fire experts increasingly recommended water-
based suppression. Over 2020-2023, the consensus moved strongly toward water sprinkler or mist
systems  for  Li-ion,  with  clean  agents  seen  as  insufficient  alone .  Evolving  codes:
NFPA 855-2020 had relatively basic requirements and some ambiguities (it was new); by 2023, both
NFPA 855 and IFC were updated with more stringent, clearer rules (higher sprinkler density, required
gas detection, deflagration venting) . This evolution means a data center built in 2020 might
be under-protected for Li-ion by 2025 standards, prompting retrofits (e.g., adding off-gas detection
or more sprinklers). The industry is still learning from each Li-ion incident – e.g., debate continues on
whether to use flooding water mist vs. traditional sprinklers (some vendors claim mist can handle
battery fires with less water damage; FM Global tests are ongoing). We expect further refinements in
Li-ion protection in the next code cycle as real-world data accumulates.

Airflow and Detection Strategies: With the proliferation of containment (hot aisle/cold aisle)  in
modern  data  centers,  some  early  2020s  advice  conflicted  on  how  to  best  do  smoke  detection.
Conflict: Traditional  spot  detectors  on  the  ceiling  vs.  ASD  sampling  at  multiple  points  (return
plenums, inside aisles). Some early containment designs saw delayed detector response because hot
smoke in a contained aisle  might not  reach a ceiling detector quickly.  By 2025,  consensus is  to
integrate ASD or multi-criteria detectors within containment or at returns, rather than relying solely
on  open-area  detectors.  FM  Global  even  cautioned  against  cross-zoning  detection  in  high-aisle
containment because it could delay sprinkler pre-action (creating a “triple interlock”) . Now the
guidance is clear: use very sensitive detection in each segregated airflow zone (e.g., inside each hot
aisle or equipment cabinet row) to avoid blind spots. This represents an evolution from earlier one-
size-fits-all detection layouts to more tailored designs.

Oxygen Reduction Systems Acceptance: There is a split in practice internationally. In Europe, some
data  centers  embrace  ORS  (active  prevention  via  low  oxygen),  whereas  in  the  US,  it’s  not  yet
recognized by  codes  as  an  alternative  to  sprinklers.  Some operators  remain  skeptical  (concerns
about  worker  health,  and  what  happens  if  the  system  fails).  The  conflict  here  is  between  an
innovative  prevention approach vs.  proven suppression approach.  As  of  2025,  ORS is  largely  an
addition (for example, using ORS to minimize fire risk but still installing sprinklers as required). If
future code changes ever allow ORS alone to replace sprinklers, it will be contentious – insurers and
many fire chiefs still trust water over maintaining a constant hypoxic atmosphere. This debate will
likely continue as sustainability and risk trade-offs are evaluated.

Integration and Cybersecurity: One evolving area is the integration of fire systems with networks –
potential  conflict between  convenience  and  security.  Connecting  fire  alarm  panels  to  remote
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https://grokipedia.com/page/Gaseous_fire_suppression#:~:text=,82%C2%B0C%29%2C%20and%20historical
https://grokipedia.com/page/Gaseous_fire_suppression#:~:text=as%20of%202025%2C%203M%20has,Thermal%20breakdown%20of%20HFCs%20and
https://grokipedia.com/page/Gaseous_fire_suppression#:~:text=as%20of%202025%2C%203M%20has,Thermal%20breakdown%20of%20HFCs%20and
https://nfsa.org/2023/01/12/lithium-ion-battery-fires/#:~:text=For%20fire%20sprinklers%20and%20lithium,the%20duration%20they%20provide%20water
https://nfsa.org/2023/01/12/lithium-ion-battery-fires/#:~:text=Fires%20involving%20lithium,keep%20the%20fire%20from%20spreading
https://www.datacenterknowledge.com/energy-power-supply/rethinking-fire-protection-strategies-for-lithium-ion-use-in-data-centers#:~:text=Differences%20between%20IFC%202018%20and,and%20air%20sampling%20smoke%20detection
https://www.datacenterknowledge.com/energy-power-supply/rethinking-fire-protection-strategies-for-lithium-ion-use-in-data-centers#:~:text=the%20requirements%20of%20the%202023,and%20air%20sampling%20smoke%20detection
https://fireprotectionsupport.nl/wp-content/uploads/2022/08/FMDS0532-2022-07-Data-Centers-and-Related-Facilities.pdf#:~:text=4.%20In%20a%20double,Approved%20double%20interlock%20preaction%20systems


networks (for monitoring or cloud analytics) raises cyber security concerns (what if someone hacks
the fire panel to trigger a false discharge or suppress an alarm?). Data center operators are cautious:
some  keep  fire  systems  completely  isolated  (air-gapped),  while  others  utilize  secure  one-way
gateways. This wasn’t a traditional concern a decade ago. Now, as fire systems become smarter and
more connected, IT and safety teams sometimes clash on how much connectivity is allowable. We
see evolving best practices on cyber-hardening life safety systems; likely standards (like UL 2900 for
cybersecurity) will be applied to fire systems too. This is an emerging conflict between the push for
integration/remote access and the mandate to keep life safety absolutely reliable.

In summary, the 2020-2025 period in data center fire protection has been one of resolving old debates in
favor of more comprehensive safety (sprinklers are now nearly universally included, HFCs are on their way
out)  and  grappling  with  new  challenges  (Li-ion  batteries,  new  tech)  where  best  practices  are  actively
evolving.  Industry  consensus  is  moving  toward  multi-layered,  integrated  solutions  (prevention,  early
detection, fast suppression, robust containment) to meet the twin goals of protecting life and property and
maintaining continuous data center operations. As technology and codes continue to advance, data center
fire safety strategies will adapt further, informed by both innovations and the hard lessons learned from real
incidents in this era. 

Data Centers Are Turning to Aspirating Smoke Detection
https://www.datacenterknowledge.com/physical-security/why-data-centers-are-turning-to-aspirating-smoke-detection

Data Center Fire Suppression Systems: the Definitive Guide (2022)
https://smokeguard.com/fire-suppression-strategies-for-data-centers

Early Warning Fire Detection for the Datacom Industry
https://datacentre.me/wp-content/uploads/2024/06/DG-Datacom-4_2024.pdf
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When are Sprinklers Omitted in Electrical Rooms? - MeyerFire
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https://www.datacenterknowledge.com/physical-security/why-data-centers-are-turning-to-aspirating-smoke-detection#:~:text=An%20aspirator%2C%20or%20air%20pump%2C,visible%20to%20the%20naked%20eye
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